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Section 50.210—Deviations to Other Provisions of the Solicitation
Section 50.220—Vendor Response and Public Inspection

Section 60—Technical Proposal Evaluation

Section 60.010—Replacement Technical Proposal

Section 60.010.010—Technical Proposal Submission Requirements

Section 60.010.010.010—Table of Contents

Section 60.010.010.020—Chapter 1 - Executive Summary

Section 60.010.010.030—Chapter 2 — Company Overview

Section 60.010.010.040—Chapter 3 - Past and Current Performance

Section 60.010.010.050—Chapter 4 — Proposed Solution

Section 60.010.010.060—Chapter 5 — Project Management Approach

Section 60.010.010.070—Chapter 6 — Training

Section 60.010.010.080—Chapter 7 — Organization Change Management

Section 60.010.010.090—Chapter 8 —Technical and Functional Requirements
Section 60.010.010.100—Chapter 9 — Data Conversion Strategy
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Section 60.010.010.140—Chapter 13 — Value Added
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Section 60.010.010.160—Chapter 15 — Option to Buy; Decision Support System (DSS)
Section 60.010.010.170—Chapter 16 — Option to Buy; Utilization Management (UM)
Section 60.010.010.180—Chapter 17 - References

Section 60.010.020—Scoring of Technical Proposal

Section 60.020—Takeover Technical Scoring Criteria
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Section 60.020.010.010—Table of Contents
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Section 60.020.010.030—Chapter 2 — Company Overview

Section 60.020.010.040—Chapter 3 —Past and Current Performance
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Section 70.010.050—MEMS Infrastructure Hardware Costs

Section 70.010.060—MEMS Infrastructure Software Costs

Section 70.010.070—MEMS Software Maintenance and Modifications
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Section 70.010—KYMMIS Takeover Cost Proposal

Section 70.020.010—Cost Proposal Cover Page
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Section 70.020.030—Executive Summary

Section 70.020.040—Takeover KYMMIS DDI Phase Costs

Section 70.020.050—Takeover KYMMIS Infrastructure Hardware Costs
Section 70.020.060—Takeover KYMMIS Software Costs

Section 70.020.070—Takeover System Hosting, Operations, Maintenance,
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Section 70.020.080—Takeover KYMMIS Fiscal Agent Services Costs
Section 70.020.090—Additional Labor Hour Costs

Section 70.020.100—Cost Scoring Criteria — Takeover KYMMIS
Section 70.030—Combination Cost Proposal

Section 70.030.010—Cost Proposal Cover Page

Section 70.030.020—Table of Contents

Section 70.030.030—Executive Summary

Section 80—Oral Presentations/Demonstrations
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Section 90—Negotiations
Section 90.000—Negotiations
Section 90.010—Items to Be Negotiated

Section 100—Ranking of Proposals and Award of Contract
Section 100.000—Best Interest of the Commonwealth

Section 100.010—Total Points Possible for Replacement Proposals
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Attachments—Procurement Requirements
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Attachment B4—~Pricing Schedule D MEMS Software Pricing Schedule
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Attachment B8—Pricing Schedule H MEMS Decision Support System DDI Phase
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Attachment B11—Pricing Schedule K Utilization Management DDI Phase
Attachment B12—~Pricing Schedule L Utilization Management Per Member Per Month
Attachment B13—Pricing Schedule M Additional Labor Hour Costs

Attachment B14—~Pricing Schedule N KYMMIS Takeover DDI Phase Pricing
Attachment B15—Pricing Schedule O KYMMIS Takeover Hardware Pricing
Attachment B16—~Pricing Schedule P KYMMIS Takeover Software Pricing
Attachment B17—~Pricing Schedule Q KYMMIS System Hosting, Operations,
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Attachment B18—Pricing Schedule R KYMMIS Takeover Fiscal Operations
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Attachment C2—Required Affidavit for Bidders, Offerors and Contractors Claiming
Resident Bidder Status
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Attachment D—Secretary’s Order 11-004

Attachment E—Acronyms

Attachment F—MEMS Functional Requirements

Attachment G—MEMS Technical Requirements

Attachment H—Quality Health Information

Attachment I—Operating Model

Attachment J—Interface Diagram

Attachment K—MEMS Interfaces

Attachment L—Deliverables

Attachment M—Commonwealth Responsibilities and MEMS Project Team Composition
Attachment N—Report Inventory
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Attachment P—Vendor Responsibilities (Takeover)

Attachment Q—MEMS Fiscal Agent Responsibilities

Attachment R—Vendor Questions

Attachment S—Option Timelines

Attachment T—Report of Prior Violations of Tax and Employment Laws
Procurement Library
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Section 10—Administrative Overview
Section 10.000—Purpose

This Request for Proposal (RFP) is being issued by the Commonwealth of Kentucky,
hereinafter referred to as the Commonwealth or State, and the Cabinet for Health and
Family Services (CHFS), to procure the services of a qualified Vendor regarding the
following options:

1. Option 1 - Design, Development, Implementation (DDI), and ongoing
maintenance of a new Medicaid Enterprise Management System (MEMS) and
Fiscal Agent (FA) services as defined in Section 30.060 of this RFP. In addition
to the system and FA services, the MEMS System Hosting and Disaster
Recovery services, a Decision Support System (DSS), and Utilization
Management (UM) Services are included as “Options to Buy.” This provides the
Commonwealth the option to award those services to the prime Vendor or to
pursue alternative solutions (Replacement). See Attachment S for Option 1
Timeline.

2. Option 2 - Planning, migration and operations necessary to assume the operation
of the current Medicaid Management Information System (MMIS) and FA
services as defined in Section 30.070 (Takeover). See Attachment S for Option 2
Timeline.

3. Option 3 - Providing of all services necessary for Options 1 & 2 (Takeover and
Replacement). Price proposals for Option 3 must include separate pricing for
each embedded offering as well as a total cost if both are awarded to the Vendor.
See Attachment S for Option 3 Timeline.

A Vendor may submit a proposal for Option 1, Option 2, or Option 3. Should a Vendor
propose Option 3, the Commonwealth may choose to select only Option 1 or Option 2,
or both, depending on how the Vendor scores against the evaluation criteria.

In order to provide a flexible and innovative framework within the CHFS, Department for
Medicaid Services (DMS), and other departments’ health systems and functionality
initiatives, the MEMS will become a key component to a fully-integrated Kentucky
Medicaid program.

CHFS has developed a technological roadmap for the Kentucky Quality Health
Information (QHI) framework (see Attachment H - Quality Health Information). The QHI
facilitates the implementation of technology standards and approaches for the
development of an interoperable, scalable and easily adaptable cross-sector technology
framework.

Most of the legacy systems implemented in the past were on independent platforms
creating individual monolithic architectures. Communication between systems is difficult
as is aggregation and correlation of data in the enterprise. Kentucky is embracing the
Medicaid Enterprise Solution (MES) architecture (see Attachment | — Operating Model)
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and will transition the existing system to align with this new system architecture. This
new approach will promote interoperability, reusability, and sharing information
throughout the enterprise as well as across organizational boundaries.

The components of the QHI will be described in further detail in Section 30.060.240.030
including:

1. Portals.
a. Citizens Portal.
b. Electronic Medical Record (EMR) Interfaces.
2. Common Technical Services.
Document Management (DM).
Business Rules Engine (BRE).
Enterprise Service Bus (ESB).
Security Framework.
Master Data Management (MDM).
Data/Fraud Analytics framework.
. Notification Fulfillment Service.
pplications.
Kentucky Health Information Exchange (KHIE).
All Payer Claims Database (APCD).
Kentucky Department for Public Health (KDPH).
Support Programs (i.e. Child welfare, Childcare, Child Support etc.).
Health Benefit Exchange (HBE).
Kentucky Medicaid Management Information System (KYMMIS).

The new MEMS will replace the current KYMMIS and will interface with the KHIE,
APCD and HBE. The MEMS will send claim/encounter data to KHIE and utilize clinical
data received from KHIE. The MEMS will send Medicaid claims and Managed Care
Organizations’ (MCO) encounter data to the APCD. Eligibility and enroliment data which
is determined in the HBE will be supplied to the MEMS. All of these applications will
provide data to the DSS which will “marry up” clinical data with MCO encounters and
MEMS claims via an Enterprise Master Person Index (EMPI). This will provide UM with
a 365-degree picture of the Medicaid member’s clinical data, medical services and
costs.

This RFP is for the procurement of the MEMS, DSS and UM services. An
Implementation Advanced Planning Document (IAPD) has been submitted to cover the
costs of obtaining these systems and services. The funding for the KHIE and APCD was
obtained through the Health Information Technology (HIT) grants and the HBE funding
has also been secured separately.

w
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The selected MEMS Vendor shall operate the services and system in a manner that
fulfills the certification requirements set out by the Centers for Medicare and Medicaid
Services (CMS) and the Federal government in response to the Affordable Care Act
(ACA) and enhance the MEMS, as required by the DMS.

With a challenging goal of managing skyrocketing healthcare costs while continually
providing the highest level of quality of services and benefits to eligible Medicaid
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members, the Commonwealth of Kentucky’s Medicaid Modernization vision will become
reality with the selected MEMS Vendor that understands and can deliver an innovative
new MEMS supporting the following Commonwealth business imperatives:

1. Support Medicaid’s dynamic environment and rapid policy changes by utilizing a
flexible, modular, real-time MEMS system easily accessed and maintained by the
Commonwealth or its designee.

2. Ensure smooth healthcare systems integration and/or implementations that are
innovative, flexible, secured, CMS certifiable, Health Insurance Portability and
Accountability Act (HIPAA)-compliant, Medicaid Information Technology
Architecture (MITA)-aligned, and process driven.

3. Deliver technologically-advanced MEMS functionality for operational
effectiveness, real-time interoperability capabilities, and cost savings.

4. Maximize web-based technology delivery to further reduce administrative costs
and improve operational effectiveness.

5. Support systematically the administration of defined clinical processes and
programs, provider requirements and processes, and member requirements and
processes.

6. Provide management of quality-focused business processes, staffing, training,
and documentation and ensure the best resources are always in place.

7. ldentify and manage cost containment opportunities effectively.

8. Surveillance and Utilization Review Module (SUR) — Monitoring, detecting and
managing fraud, waste, and abuse effectively.

9. Improve provider and member satisfaction and communication by leveraging
technology and effectively managing related processes.

10.Leverage healthcare management of multiple DMS programs within single
MEMS functionality.

The Commonwealth anticipates awarding a contract(s) by July 1, 2013 to allow
maximum time for the development and transition period. The expectation is that the
new MEMS will be implemented no later than December 1, 2015.

The Commonwealth desires a Vendor which demonstrates innovative approaches,
knowledge, experiences, and/or recommendations to systematically assist the
Commonwealth with improving the quality of healthcare delivery for eligible Kentucky
Medicaid members. Qualified Vendors are those that:

1. Have a good financial health and proven longevity.

2. Can supply the products, maintenance and services.

3. Demonstrate an understanding of the CHFS customer and the strategic priorities
identified in section 30.000 Scope of Work.

Section 10.010—lIssuing Office
The Commonwealth of Kentucky, Finance and Administration Cabinet, Office of

Procurement Services, is issuing this RFP on behalf of Cabinet of Health and Family
Services Division of Medicaid Services. The Finance and Administration Cabinet is the
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only office authorized to change, modify, amend, alter, or clarify the specifications,
terms and conditions of this RFP.

A contract, based on this RFP, may or may not be awarded. Any contract award from
this RFP is invalid until properly approved and executed by the Finance and
Administration Cabinet.

Section 10.020—Restrictions on Communications

The Commonwealth Buyer named below shall be the sole point of contact throughout
the procurement process. All communications, oral and written (regular, express, or
electronic mail, or fax), concerning this procurement shall be addressed to:

Commonwealth Buyer:
Stephanie R. Williams, CPPO, CPPB, MPA
Assistant Director
COMMONWEALTH OF KENTUCKY
FINANCE AND ADMINISTRATION CABINET
Office of Procurement Services
New Capitol Annex
702 CAPITOL AVE RM 096
FRANKFORT KY 40601
(502) 564-4510
Fax: (502) 564-6013
Stephanier.williams@Kky.gov

From the issue date of this RFP until a Contractor is selected and the selection is
announced, Offerors shall not communicate with any Commonwealth Staff concerning
this RFP except:

-The Commonwealth Buyer cited in this RFP;
-Commonwealth representatives during the Vendors’ Conference; or
-Via written questions submitted to the Commonwealth Buyer.

For violation of this provision, the Commonwealth shall reserve the right to disqualify the
vendors’ proposal response.

Section 10.030—RFP Terminology

For the purpose of this RFP, the following terms may be used interchangeably:
Proposer, Offeror, Contractor, Provider, or Vendor

Commonwealth Buyer, Buyer, Purchaser, or Contract Officer

RFP, Solicitation, or Procurement

Bid, Proposal, or Offer
Commonwealth of Kentucky, Commonwealth, or State
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Fiscal Year will be defined as the Commonwealth fiscal year: July 1 through June 30
Biennium will be defined as the Commonwealth biennium: July 1 of each even
numbered year through June 30 of the next even numbered year

Section 10.040—RFP Organization

This RFP is organized in the following manner:

Section 10--Administrative Overview--General information on the objectives of this RFP,
procurement schedule, and procurement overview.

Section 20--Present System Summary--Summary information on the history of the
program and the current system of operation.

Section 30--Scope of Work--Description of activities to be performed, contractor
responsibilities, deliverables, performance criteria, technology standards, and system
requirements.

Section 40--Terms and Conditions--Terms and Conditions under which the Contractor
shall perform this Contract.

Section 50--Procurement Process and Requirements--Procurement requirements and
general format and submission requirements.

Section 60--Technical Proposal Evaluation--Technical evaluation criteria.
Section 70--Cost Proposal Evaluation--Cost evaluation criteria.

Section 80--Oral Presentations/Demonstrations--General requirements and evaluative
criteria for oral presentations/demonstrations.

Section 90--Negotiations--Elements of the RFP that may be negotiable.
Section 100--Ranking of proposals and award of Contract.

This RFP and any Addenda thereto shall become part of the Contract with the
successful Contractor. It shall be incorporated into the Contract by reference.

Titles of paragraphs used herein are for the purpose of facilitating ease of reference
only and shall not be construed to infer a contractual construction of language.

Section 10.050—Estimated Schedule of RFP Activities

The following table presents the anticipated schedule for major activities associated with
the RFP distribution, proposal submission, proposal evaluation process, and contract
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award. The Commonwealth reserves the right at its sole discretion to change the
Schedule of Activities, including the associated dates and times.

Table 1 - Procurement Dates

Release of RFP March 6, 2013

1st Set Of Vendors’ Written Questions due by 12:00 April 1, 2013
PM EST

Commonwealth’s Response to 1st Set of Vendors’ April 22, 2013
Written Questions

Vendors’ Conference May 14, 2013
Location: Frankfort, KY

Commonwealth’s Response to Oral Questions from June 3, 2013
Vendors’ Conference

Proposals due by 3:30 PM EST June 24, 2013

Notice to Vendors:

All bidders are cautioned to be aware of security in the
Capitol Annex in Frankfort. In-person or courier
delivered bids/proposals in response to a
Commonwealth Solicitation should be delivered a
minimum of thirty (30) minutes to one (1) hour earlier
than the published closing time to allow for a security
check-in. Delays due to building security checks shall
not be justification for acceptance of a late bid or
proposal. Vendor attention to this advisory is
encouraged.

Section 10.060—Vendors’ Conference

The Vendors’ Conference will be held as cited in this RFP. Attendance is highly
encouraged, as this will be the only opportunity to ask oral questions. The
Commonwealth shall not be bound by oral answers to the questions presented at the
Conference or oral statements made at any other time by any member of the
Commonwealth’s staff. Salient questions asked at the Vendors’ Conference and the
responses will be reduced to writing and issued in an Addendum that shall be posted to
the eProcurement Page.

Section 10.070—Questions Regarding this RFP

In addition to the opportunity to present oral questions at the Vendors’ Conference,
Vendors are encouraged to submit written questions pursuant to Section 10.050 of this
RFP. Written questions shall be submitted to the Commonwealth Buyer via email at
Stephanier.williams@ky.gov or via fax at 502-564-6013. No questions shall be
accepted after the date(s) listed in Section 10.050. Vendors are responsible for
submitting their questions using Attachment R — Vendor Questions and should include
the following:
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RFP/Section/Requirement Number.
Document.

Document Page Number.

Vendor Question.

PwbdPE

Questions related to the vendor’s ability to meet a functional or technical requirement
should be submitted as part of the written questions. It is understood that it may not be
possible for a vendor to meet every functional requirement.

Oral questions shall not be accepted at any time other than the Vendors’ Conference.
The Commonwealth shall respond to salient questions in writing by issuing an
Addendum to the Solicitation. The Addendum shall be posted to the Kentucky Vendor
Self Service site.

Section 10.080—Access to Solicitation, RFP, and Addenda

The Commonwealth wants each prospective Vendor to have full and complete
information on which to base a proposal response. Only information presented or
referred to in this RFP and any additional written information that is supplied by the
Commonwealth Buyer shall be used by Vendors in preparing this response.

The solicitation, addenda, and attachments shall be posted to the
Kentucky Vendor Self Service site at
https://lemars.ky.gov/online/vss/AltSelfService.

The Procurement Library shall be posted at hitps:#finance-
acli ' arvicas/anro Danac /N AIDEN

http://finance.ky.gov/services/eprocurement/Pages/MEDICAIDENTER
PRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx

It is not necessary to register to access the solicitation. Unregistered Vendors can
access the solicitations by clicking on public access. The Vendor will be taken directly to
business opportunities where they can locate the solicitation, addenda, and
attachments. Vendors can search for the solicitation title or number in the keyword
search field. Click on the details link of the solicitation and view the solicitation and all
attachments under the attachments tab. It is the Vendors’ responsibility to assure they
have obtained copies of all information and forms.

Notice to Vendors:

Vendors are cautioned that changes made to the solicitation other than in the
designated fields for response shall render the response invalid and result in a non-
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responsive bid. Any exceptions to the item description or extended description shall be
indicated only in the space reserved for those exceptions.

Unless the exceptions are noted as instructed, the Vendor will be expected to deliver as
specified in the solicitation. Responses that include terms and conditions not in
conformity with the terms and conditions of the Solicitation as issued or the Statutes of
the Commonwealth of Kentucky may be rejected.

In the event of any conflict or variation between the solicitation or modification as issued
by the Commonwealth and the Vendor’s response, the version as issued shall prevail.

Acknowledgment of Addenda to Solicitations

It is the Vendor's responsibility to check the web site for any modifications to this
Solicitation. If modifications have been made, the Vendor's signature is required
on the latest addendum. Acknowledgment shall be received prior to the hour and
date specified for receipt of offers. Verbal acknowledgment shall not be
accepted.

Failure to acknowledge the latest addendum of this Solicitation shall cause the
bid to be deemed non-responsive if the latest addendum is material to the
procurement.

Section 10.090—Notification of Award of Contract

To view the award of contract(s) and the contractor(s) receiving the award(s) for this
solicitation, access the Kentucky Vendor Self Service site at
https://emars.ky.gov/online/vss/AltSelfService. Vendors can search for the solicitation
title or number in the keyword search field, or can filter their search for only awarded
solicitations by clicking on Advanced Search and changing the status to ‘awarded’. The
award(s) information can be accessed by clicking on the details button of the solicitation
and clicking the “Notice of Award” tab. It is the Vendor’s responsibility to review this
information in a timely fashion. No other notification of the results of an Award of
Contract will be provided.

Section 10.095—Additional Requirements

Vendors should review and comply with the general bidding requirements listed under
“Procurement Laws, Preference, Regulations and Policies” and “Response to
Solicitation” located on the eProcurement Web page at http://eprocurement.ky.gov
and http://finance.ky.gov/services/eprocurement/Pages/VendorServices.aspx
respectively.

END OF SECTION 10
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Section 20—General Information

CHFS DMS is the Medicaid provider for Kentucky’s member population. The
Commonwealth provides services through Managed Care Organizations (MCOs) and
special programs for those eligible. Currently, eighty five (85) percent of Kentucky’s
Medicaid eligible population is enrolled in an MCO. Additionally, Kentucky special
programs are:

1.

Early Periodic Screening, Diagnosis and Treatment Services (EPSDT) Program
— EPSDT is a federally mandated Medicaid program for children. In Kentucky, it
is divided into two components:

a. EPSDT Screenings.

b. EPSDT Special Services.

. Kentucky Children's Health Insurance Plan (KCHIP) — KCHIP is for children

younger than 19 who do not have health insurance and whose family income is
less than 200 percent of the Federal Poverty Level.

Kentucky Transitions — Money Follows the Person (MFP) Grants facilitate
transition and provide sustainable community-based services to individuals who
choose to move from Medicaid-funded long-term care settings Intermediate Care
Facilities (ICFs) and nursing facilities) into the community.

Kentucky Women's Cancer Screening Program — Uninsured women screened by
the Kentucky's Women's Cancer Screening Program, administered by the
Department for Public Health through local health departments and found to
need treatment for breast, cervical, or a precancerous condition can receive
services through Kentucky Medicaid.

Medicaid Works — Program for people with disabilities who work. Under this
program, workers with disabilities who earn less than 250 percent of the Federal
poverty level can pay a monthly premium and buy into the Medicaid program.
Medicare Savings Plan Program -- Kentucky Medicaid provides partial financial
assistance with Medicare premiums, deductibles, or coinsurance through the
Medicare Savings Program to certain low-income Medicare beneficiaries (i.e.,
gualified Medicare beneficiaries, specified low-income Medicare beneficiaries,
and qualifying individuals) who are not entitled to full Medicaid benefits.
Presumptive Eligibility (PE) — PE is a program for pregnant women who have not
yet applied for Medicaid. Coverage includes out-patient prenatal care.

Title V - Program provided through Department for Community Based Services
(DCBS) serving children younger than 21 who are in the custody of the Cabinet,
under the supervision of the Cabinet, or at risk for Cabinet custody.

All documents and reference materials associated with the development of this
MEMS Replacement RFP are housed in the Kentucky Vendor Self Service site.
Refer to Section 10.080 of this RFP for instructions to gain access to the site.
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Section 20.010—DMS Program Overview

The Commonwealth of Kentucky provides comprehensive medical assistance, through
the Kentucky Medicaid Program and the Kentucky Children’s Health Insurance Program
(KCHIP — Title XXI), to approximately 815,000 eligible members under Title XIX of the
Social Security Act. Administered by the Commonwealth's CHFS DMS, Medicaid is
jointly funded by the Federal and Commonwealth of Kentucky governments.

CHFS DMS has been charged with administering the Kentucky Medicaid Program over
the past four decades and has a two-fold mission in delivering Medicaid services:

1. To provide innovative opportunities to our members that will promote healthy
lifestyles, personal accountability, and responsible program governance for a
healthier Kentucky.

2. To serve as a national model for achieving excellence in Medicaid by increasing
the quality of benefit services, transforming care management, updating relevant
technology, providing support for an outstanding workforce, and preventing,
detecting, and reducing fraud, waste, and abuse.

The DMS, and its designees, are responsible for Medicaid program management,
policy-making and issuance, provider enrollment, member eligibility determination,
financial analysis, UM and control, program integrity, clinical programs, continuous
improvement, and contractor auditing and monitoring. The DMS operates under the
direction of the Commissioner of Medicaid Services, who reports directly to the
Secretary of CHFS. DMS is organized into nine (9) divisions, each of which has one or
more functional areas of responsibility:

Administration and Financial Management.
Provider Operations.

Community Alternatives.

Medical Management.

Member Services.

Healthcare Facilities.

Information Services.

Program Integrity (PI).

Managed Care Oversight.

©CoNoh,rwNE

Technical support is provided to DMS by the Office of Administrative and Technology
Services (OATS). OATS administers a broad range of CHFS programs and services,
from information technology to facilities management.

The primary method of payment for the Kentucky Medicaid Program is now through
Managed Care Organizations (MCOs). The traditional fee-for-service (FFS) method, in
which providers submit claims for services provided to eligible Medicaid members
based on covered benefits and/or authorized services requirements, in accordance with
DMS policy, only accounts for 15 percent of the Medicaid population. The
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Commonwealth contracts with five MCOs that provide care to 85 percent or 692,000
members. The MCOs receive a capitated rate for each eligible member enrolled in the
managed care plan, regardless of the services provided.

The Commonwealth has contracted with a Fiscal Agent (FA) since 1983, to administer
the claims payment process and perform related health operations functions. The
current FA is Hewlett-Packard Enterprise Services (HPES). In 2004, DMS embarked on
a plan to modernize the Kentucky Medicaid Program, which included development of a
new, technologically advanced MMIS. In addition to the MMIS, the modernization
initiative targeted Pharmacy Benefit Management (PBM) and care management. More
recently, the Commonwealth has contracted with MCOs to administer services to
eligible Medicaid participants.

Medicaid modernization remains a high priority today for DMS. Advances in HIT,
including the deployment of Electronic Health Records (EHRSs), a Health Information
Exchange (HIE), coupled with the need for interoperability across systems to support
patient safety and quality of care, are driving forces in health reform and other efforts to
improve care and reduce unnecessary costs. Alignment with national health initiatives,
such as the Nationwide Health Information Network (NHIN), makes the potential for
using business data to develop performance metrics for evaluating health outcomes at
all levels of health care delivery systems extremely viable.

CHFS has issued an RFP and has contracted with a Vendor to design, develop, and
implement an integrated multi-layer HBE solution that fulfills the certification
requirements set out by the CMS and the Federal Government in response to the ACA.
The end-to-end Enrollment & Eligibility (E&E) solution of the HBE determines eligibility
for both Medicaid and Insurance Affordability programs and will interface with the
MEMS providing member eligibility information.

Section 20.010.010—MITA and the SMHP

The Commonwealth is carefully reviewing it's current technology and formulating plans
for the future incorporating MITA and the State Medicaid Health Information Technology
Plan (SMHP). The DMS re-assessed and updated the As Is component of the MITA
State Self-Assessment (SS-A) that was completed in 2008. The MITA Business
Process Model V2.01 was used to conduct the re-assessment and the MITA Maturity
Levels (MMLs) were assessed. A new To-Be assessment was also completed. A Gap
Analysis has provided areas to focus on when creating the MEMS Replacement
System. A Transition Plan was also completed which will drive the implementation of
new requirements when the replacement MEMS is implemented, resulting in increased
MITA levels. A five year plan was developed as a result of the MITA Assessment and
Transition Plan.

During the SMHP planning phase for the implementation of the Medicaid Provider

Incentive Plan, DMS business area stakeholders reviewed each SMHP business
process to determine if the standard MITA business process would apply to the
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development of a concept of operations for the Kentucky Electronic Health Record
(EHR) Incentive Program. All MITA business processes were reviewed and, where
feasible, the approach adopted was to integrate the Kentucky EHR Incentive Program
business process into DMS’s corresponding standard MITA business process.

The MITA SS-A documents are located in the Procurement Library and the KY SMHP is
available at: http://chfs.ky.gov/NR/rdonlyres/EADCE858-3C6F-443F-92E5-
92453393D043/0/KY_SMHP_110410web.pdf.

The Procurement Library shall be posted at hitps:#finance-
editlygov/services/eprocH / AIDEN

http://finance.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANA
GEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx

Section 20.020—Description of Current KYMMIS

The KYMMIS is a claims processing and retrieval system. The current KYMMIS is
comprised of the HPES interChange (iC) system. The iC system is a rules-based, real-
time system that supports both FFS reimbursement as well as Managed Care
programs.

The system is hosted on a combination of UNIX and Windows environments. The UNIX
environment comprises SUN e25k with SPARC processors operating on Sun Solaris
platform. The Windows environment runs on HP Blade servers with Windows Server
2003 and 2008 R2 operating systems.

Medicaid modernization remains a high priority for the Commonwealth. Kentucky’s
vision is to implement a Web-based, flexible and modular, real-time MMIS that aligns
with MITA and QHI framework in the near future. This RFP is for a replacement system
to build a future MMIS that will process claims and interface in real-time with other
systems like HBE, HIE, and PBM etc. The expectation is for the prospective Vendor to
leverage the QHI framework for shared services as applicable.

As the current FA, HPES is responsible for operations, maintenance, modifications, and
maintaining CMS certification of the KYMMIS. (Additional information about the
KYMMIS can be found at: http://www.kymmis.com.)

The Commonwealth relies on the Kentucky Automated Management Eligibility Systems
(KAMEYS) for eligibility determinations. Staff from the DCBS uses this system to
maximize the use of technology in the public assistance application process, eligibility
determination, compensation and issuance of benefits, case tracking, reporting on
critical success factors, and management of all income maintenance, Medicaid, and
Supplemental Nutrition Assistance Program (SNAP).

28


http://chfs.ky.gov/NR/rdonlyres/E4DCE858-3C6F-443F-92E5-92453393D043/0/KY_SMHP_110410web.pdf
http://chfs.ky.gov/NR/rdonlyres/E4DCE858-3C6F-443F-92E5-92453393D043/0/KY_SMHP_110410web.pdf
https://finance-edit.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx
https://finance-edit.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx
https://finance-edit.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx
http://finance.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx
http://finance.ky.gov/services/eprocurement/Pages/MEDICAIDENTERPRISEMANAGEMENTSYSTEMFISCALAGENTREPLACEMENT.aspx
http://www.kymmis.com/

DMS currently contracts for PBM services with Magellan Medicaid Administration, Inc.
and uses the First Rx PBM System to provide Medicaid pharmacy services to
approximately 124,000 members, over 3,000 pharmacies, and over 30,000 prescribers.
The KYMMIS accepts, and ensures the integrity of, electronic pharmacy claim records
submitted by the contracted PBM, including adjustments and reversals.

The following are more detailed descriptions of the current functional areas.

Section 20.020.010—Member Management

The Kentucky Medicaid Program provides access to quality healthcare for
approximately 815,000 eligible members.

Individuals are considered to be eligible if they meet the eligibility criteria for an
appropriate category of assistance. The various categories of eligibility groups covered
under the Kentucky Medicaid Program are listed below:

1. Family-related categories.
2. Aged, blind, or disabled categories.
3. Other categories:

Breast and Cervical Cancer Treatment Program (BCCTP).
Kentucky Children’s Health Insurance Program (KCHIP).
Presumptive eligibility.

Medicaid for Workers with Disabilities.

Spenddown.

"0 T

The Commonwealth Kentucky Medicaid program expanded its managed care coverage
to all areas of the Commonwealth on Nov. 1, 2011. Approximately 705,000 Medicaid
members are enrolled in MCOs. The remaining 125,000 remain fee-for-service.

Of the members directly managed by DMS, approximately 79,500 of them are dual-
eligible, Medicare Part D members, for which DMS only pays for "wrap-around"
coverage with Medicare. Additionally, approximately 59,000 other members qualify for
Qualified Medicare Beneficiary (QMB), Specified Low-income Medicare Beneficiary
(SLMB), and Qualifying Individual (QI1) coverage. The KCHIP covers approximately
30,000 members.

Section 20.020.020—Member Covered Services

The Kentucky Medicaid Program covers all Federal mandatory services and a number
of optional services. The services are provided in response to need and in accordance
with established policy. A complete list of covered services can be found on the DMS
website at http://chfs.ky.gov/dms/services.htm.

29


http://chfs.ky.gov/dms/services.htm

Certain medical services are limited, not covered, or require an approval or
"authorization” prior to the service being rendered. The limitations on covered services
are defined in Kentucky’s State Plan, which is also available on the DMS website at
http://chfs.ky.gov/dms/state.htm.

Section 20.020.030—Provider Management

Each medical provider must enroll and meet the requirements for that provider type in
order to be reimbursed under the Fee For Service (FFS) system. The requirements and
policies that apply to each provider type are in the policies and procedure manuals
unique to each provider type.

For Managed Care, regional MCOs enroll and credential all providers participating in
their network. Certain provider types, such as hospitals and nursing facilities, are
currently enrolled and certified by the current vendor, on behalf of the Commonwealth,
to reduce duplication of effort by the regions. All MCO providers must be entered into
the MMIS and meet Commonwealth requirements.

FFS providers are currently enrolled in-house at DMS. There are more than 35,000
enrolled medical professionals providing medical services to Kentucky Medicaid
members. Kentucky Medicaid provider types include, but are not limited to:

Hospitals.

Nursing facilities.

Clinics, labs, and others.

Commercial Vendors.

Physicians.

Practitioners.

Physical health managed care organizations.

NoakswNE

Section 20.020.040—Provider Management Fee-for-Service Reimbursement

In order to be considered for reimbursement for medical services rendered to an eligible
Medicaid member, a medical professional must be an enrolled provider in the Kentucky
Medicaid Program and submit the claim within one year of the date the service was
rendered. The only exceptions to the one-year limitation are:

1. Crossover claims, if they are received by the Medicaid Program within six (6)
months of the Medicare adjudication date.

2. Claims with appropriate documentation attached showing timely receipt by the
Medicaid Program and subsequent billing efforts, with no more than 12 months
elapsed between each receipt by the Medicaid Program.

3. Claims with circumstances beyond the provider's control that prevented timely
billing, for example, retroactive eligibility determination, provided the claim is
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forwarded directly to DMS with a written explanation and appropriate
documentation attached.

Section 20.020.050—Managed Care Programs

KY Medicaid has contracted with five MCOs to coordinate health care for 85 percent of
the Medicaid members. The five contracted MCOs are: 1) CoventryCares of Kentucky,
2) Kentucky Spirit Health Plan, 3) WellCare of Kentucky, 4) Humana, and 5) Passport
Health Care Plan.

The MCOs are paid a monthly capitation rate applicable to each enrolled member’s
eligibility criteria. The Commonwealth establishes capitation rates for specific member
eligibility categories based on factors, such as member program code (basis of
eligibility). The MCOs are risk-bearing entities, which fund the medical care provided by
their network providers from the capitation payments. Each month, each MCO is issued
a payment through the KYMMIS. In addition, Brokers and Service Providers are paid a
monthly capitation rate. A new ACA rule requires a medical professional be an enrolled
provider in the Kentucky Medicaid Program in order to be considered for reimbursement
for medical services rendered to an eligible Medicaid member.

The MEMS Vendor may be required to issue capitation payments on a special request
basis. Monthly volumes will vary, based on the nature of a special request.

Section 20.020.060—Organizational Structure

The DMS Commissioner is responsible for the overall administration of the Kentucky
Medicaid Program. The Commissioner’s Office is also responsible for directing and
coordinating program activities with related programs of other Commonwealth and
Federal agencies.

The CHFS and DMS Organizational Charts are located in the Procurement Library for

this RFP. The DMS organizational structure is subject to change. See Section 10.080
for access instructions.

Section 20.020.070—KY Medicaid Management Information System Technical
Environment

The KYMMIS technical architecture information can be found on the Procurement
Library. See Section 10.080 for access instructions.

Section 20.030—Fiscal Agent (Business Services)
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Currently, the KYMMIS FA plays a significant role in the Kentucky Medicaid Program.
Responsibilities of the FA include:

1. Operations of the KYMMIS, including, but not limited to:

a. Acceptance, processing, and distribution of mail including imaging.

b. Enrollment of FFS and MCO providers.

C. Enrollment and credentialing of certain provider types, such as
hospitals and nursing homes.

d. Editing of all claims, adjustments, and mass adjustments.

e. Correction of suspended claims.

f. Distribution of Remittance Advices (RAs) and Explanations of Medicaid

Benefits (EOMBS).

g. Determining and resolving Third Party Liability (TPL) discrepancies
and recoveries.

h. FFS Prior Authorization (PA) processing.

I. Imaging provider documentation, prior authorizations, checks, etc.

Section 20.040—System Hosting, Operations, Maintenance and Modification
(Technical Services)

The MMIS Vendor technical support staff performs the following activities:

1. Daily processing including:
a. All claims, adjustments, and mass adjustments.
b. Reprocessing of suspended claims.
c. Production and distribution of RAs and EOMBs.
d. Managed care processing including loading of encounter claims from
MCOs.
2. Maintenance of all the KYMMIS support files, including, but not limited to:
a. Member eligibility file.
b. Reference file.
c. Provider file.
d. Claim suspense file.
e. Mass adjustment parameters.
3. KYMMIS software maintenance and modification.
4. Performance of special projects related to the KYMMIS.
5. Make KY EHR incentives program payments to eligible providers and hospitals.

Section 20.050—Background and Documentation

Prospective Vendors should review the KYMMIS documentation, as well as other
material attached to the RFP. A Procurement Library has been provided that contains
system documentation pertaining to the current KYMMIS. Section 10.080 of this RFP
provides instructions to access the Kentucky Vendor Self Service site.

Efforts have been made to ensure that the information is complete and current,
however, due to the dynamic and changing nature of both Federal and State health
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programs, DMS cannot warrant that the information in the Procurement Library as
complete or current. Refer to Section 10.080 of this RFP for instructions to gain access
to the Kentucky Vendor Self Service site.

END OF SECTION 20
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Section 30—Scope of Work
In this RFP, the word “shall” means mandatory.

If a vendor does not comply with the directives contained in the various
provisions of this RFP as noted by the word “shall”, then the vendor’s entire
Response shall be deemed “non-responsive” and not be further considered or
evaluated by the Commonwealth.

In this RFP, the word “should” means non-mandatory.

If a vendor omits or does not fully respond to a provision in the RFP as
noted by the word “should”, the specific omission or incomplete response
will NOT be deemed to render the entire Response “non-responsive” so as

to eliminate the vendor from further consideration and evaluation by the
Commonwealth. By not responding to a provision noted by the word
“should”, the vendor will not be awarded any points for that provision. If
the vendor does respond to a provision noted by the word “should”, that
vendor will be evaluated in accordance with the evaluation criteria
set forth in the RFP.

Vendors please note that the scoring methodology that will be utilized by the
Commonwealth in evaluating all proposals is based upon the Commonwealth’s
understanding of the current market.

In provisions noted by the word “should”, vendors may propose equipment,
software, or services available in the market which further the goals of the
Commonwealth previously expressed in this paragraph. Thus, Vendors will be
rewarded with points for proposals that achieve
these goals for the Commonwealth.

Scope of Work Section Description

The CHFS, Department of Medicaid Services (DMS) desires to select a Vendor(s) to
perform a specific set of activities to support:

1. Design, development, implementation and maintenance of the Kentucky MEMS
andFA services as defined in Section 30.060 of this RFP. In addition to the
system and FA services, the MEMS System Hosting and Disaster Recovery
services, a Decision Support System (DSS), and UM Services are included as
“Options to Buy”. This provides the Commonwealth the option to award those
services to the prime Vendor or to pursue alternative solutions (Replacement).
The timeline for the MEMS Replacement can be found in Attachment S.
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2. Planning, migration and operations necessary to assume the operation of the
current MMIS and FA services as defined in Section 30.070. (Takeover) The
timeline for the KYMMIS Takeover can be found in Attachment S.

3. Providing of all services necessary for Options 1 & 2. (Takeover and
Replacement) The timeline for the MEMS Replacement and KYMMIS Takeover
can be found in Attachment S.

This section identifies the scope of work (SOW) requirements for Options 1 and 2. It is
important to note that this Solicitation reflects current knowledge. Vendors should be
prepared to adapt and respond to changes that arise from Federal updates, future
regulations, and associated policy decisions on behalf of the Commonwealth. Such
changes should not be considered a change in the overall scope of work.

Option 1 — Replacement System

A. The replacement system should meet all of the requirements for performing
MMIS activities and ongoing maintenance as indicated in this RFP, in addition to
the functional and technical requirements detailed in Attachment F - MEMS
Functional Requirements and Attachment G - MEMS Technical Requirements as
well as those FA requirements identified in Attachment Q. Detailed requirements
gathering as part of this SOWshould further refine/define the requirements for
this solution. These requirements should be the basis for the selected Vendor to
create usage scenarios and detailed business process workflows. However, at
the conclusion of the detailed requirements phase, the Commonwealth expects
the selected Vendor to work with the Commonwealth team to prioritize
requirements and if necessary, identify possible phases for implementation of the
overall requirements. The selected Vendor’s Project Work Plan should be
updated to identify all possible phases of implementation.

B. As part of the Replacement option, the Commonwealth requests Vendors to
respond to “Options to Buy” which may or may not be exercised within the
contract. The Commonwealth requests that the Vendor propose a solution for
each “Option to Buy” and include the costs for each item separately in the Cost
Schedules detailed in Section 70. The “Options to Buy” are identified within the
subsections of the RFP, as indicated below:

1. Section 30.060.260.010 — System Hosting and Disaster Recovery Services
2. Section 30.060.260.020 — Decision Support System (DSS)
3. Section 30.060.260.030 — UM system

C. The Commonwealth seeks a best of breed approach for procuring the overall
solution for the MEMS and understands this may include products offered in a
variety of ways as part of an integrated solution. In order to provide a flexible
and innovative framework, the MEMS is a key component to a fully-integrated
Kentucky Medicaid program.
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CHFS has developed a technological roadmap for the QHI framework. The QHI
facilitates the implementation of technology standards and approaches for the
development of an interoperable, scalable and easily adaptable cross-sector
technology framework.

Kentucky views the QHI as a house built on a solid foundation of a sharable
technical services and a common ESB with various applications as pillars.
Details regarding the QHI can be found in Section 30.060.240.030.

. In its proposal, the Vendor should clearly demonstrate understanding of the

division of functions in the MEMS Operating Model, Attachment | to this RFP.

The Operating Model represents the combined vision for the operation of the
interdependent functions of the MEMS Solution. Included in the operating model
are: administrative functions to support oversight and operations; financial
management functions to ensure financial viability of the MEMS and to support
the administration of financial programs and the processing of financial
transactions.

. Stakeholders foresee an environment that utilizes advanced technology and

multiple channels to reach an array of users. The MEMS channels should include
online capabilities offering MEMS functions via an online portal that is accessible
through a standard or mobile web browser. The Self Service Portal supports
communications between customers and the MEMS, including web chat and,
email. A toll free hotline should provide customers with the opportunity to access
information via an Interactive Voice Response (IVR) or direct conversation with a
Medicaid worker. This interfaces with the Contact Center which is being
developed as part of the HBE. Paper publications that provide education and
access to the MEMS may be mailed on request or printed directly from the Self
Service Portal. The MEMS is also considering using outbound text messaging for
notifications or alerts and voicemail functions for outbound call campaigns.
Finally the MEMS should support channels for direct system-to-system
communication, including support for service-enabled devices through web
services interfaces that enable data exchange between third parties and
regulatory bodies like HHS, IRS, and other State Agencies. Where required,
communication channels should be accessible to people with disabilities in
accordance with the Americans with Disabilities Act and section 508 of the
Rehabilitation Act and should provide meaningful access for persons with limited
English proficiency.

. The MEMS solution should adhere to architecture guidance and the seven

conditions and standards for enhanced Federal funding as provided by CMS. In
alignment with this guidance, the technical solution architecture should employ a
modular design, based on Service Oriented Architecture design principles and
the MITA framework. The following sections address this solution approach and



identify the technical requirements by each layer in the application architecture
design.

G. The timeline for the MEMS Replacement project can be found in Attachment S.
Option 2 — Takeover of KYMMIS System

A. Takeover includes the activities required to successfully transfer, configure,
install, test, and implement KYMMIS for the Commonwealth and assume
responsibility for its ongoing operations and maintenance.

B. The awarded vendor should conduct a detailed survey and analysis of the
current KYMMIS, including the operation and maintenance of the KYMMIS,
current procedures, work in progress, outstanding work, and user requirements
in finalizing the Work Breakdown Structure (WBS) required as part of the
Vendor’s technical proposal.

C. The KYMMIS takeover activities should include, but not be limited to, processing
tests and an operational readiness review sufficient to demonstrate that the
awarded vendor is ready to begin operations for each and every function.

D. DMS must approve the awarded vendor’s operational readiness test before the
initiation of the KYMMIS production operations. In the event DMS does not
approve the start of the awarded vendor’s production operations, the awarded
vendor should be responsible for making arrangements to continue the FA and IT
operations. The awarded Vendor will operate and maintain a federally-certified
MMIS. The awarded Vendor shall be liable for damages incurred by the
Commonwealth.

E. The timeline for the KYMMIS Takeover project can be found in Attachment S.

Option 3 — Combination Replacement MEMS and Takeover of KYMMIS System

A. Vendors may choose to propose both the Takeover of the current KYMMIS and
the DDI of the Replacement MEMS. The proposals for each option are scored
separately. Price proposals for Option 3 must include separate pricing for each
option as well as a total cost if both are awarded to the Vendor. The
Commonwealth may choose to award Option 1, Option 2, or both depending on
the final scoring of all Vendor proposals. The timeline for the combination MEMS
Replacement & KYMMIS Takeover project can be found in Attachment S.

Section 30.005—Commonwealth Information Technology Forms
The awarded Vendor and any subcontractors shall be required to adhere to and sign all

applicable Commonwealth policies and standards related to technology use and
security.
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Section 30.010—Compliance with Commonwealth IT Enterprise Architecture and
Standards

The Commonwealth IT Enterprise Architecture and Standards reflect a set of principles
for information, technology, applications, and organization. These standards provide
guidelines, policies, directional statements and sets of standards for information
technology. It defines, for the Commonwealth, functional and information needs so that
technology choices can be made based on business objectives and service delivery.
The awarded Vendor shall stay knowledgeable and should abide by these standards for
all related work resulting from this RFP.

Web link: http://technology.ky.gov/governance/Pages/architecture.aspx

Section 30.020—Compliance with Commonwealth Security Standards

The software deployment and all Vendor services shall abide by security standards as
outlined in the Commonwealth’s Enterprise Information Technology Policies.

http://technology.ky.gov/ciso/Pages/InformationSecurityPolicies,StandardsandProcedur
es.aspx

Section 30.030—Privacy, Confidentiality and Ownership of Information

DMS is the designated owner of all data and shall approve all access to that data. The
awarded Vendor shall not have ownership of Commonwealth data at any time. The
awarded Vendor shall be in compliance with privacy policies established by
governmental agencies or by State or Federal law. Privacy policy statements may be
developed and amended from time to time by the Commonwealth and should be
appropriately displayed on the Commonwealth portal (Ky.gov). The Vendor shall
provide sufficient security to protect the Commonwealth and DMS data in network
transit, storage, and cache.

Section 30.040—Software Development

Source code for software developed or modified by the Vendor specifically for the
Commonwealth shall become property of the Commonwealth.

Section 30.050—License Agreements

Software provided by the Vendor to the Commonwealth should contain a provision for
perpetual licensing with all upgrade options. The Commonwealth may decide to
maintain the software in escrow; therefore the agreements shall also contain a provision
for maintaining a version of the software in escrow in the event the Vendor is unable to
continue the business for financial or other business reasons.
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Section 30.055—Identity Theft Prevention and Reporting Requirements

The awarded vendor is responsible any mitigation, cleanup and reporting costs from
Identity Theft, system breach or breach as defined under the HIPAA Privacy Rule. For
even a single knowing violation of these Identity Theft Prevention and Reporting
Requirements, the vendor agrees that the Commonwealth may terminate for default the
contract(s) and may withhold payment(s) owed to the Vendor in an amount sufficient to
pay the cost of notifying Commonwealth customers of unauthorized access or security
breaches. The awarded Vendor must attest/certify to CHFS that it has established and
will share a breech notification policy and program.

In the delivery and/or provision of Information Technology hardware, software, systems,
and/or services through a contract/s established as a result of this solicitation, the
awarded Vendor shall prevent unauthorized access to “Identity Information” of
Commonwealth citizens, clients, constituents and employees. “ldentity Information”
includes, but is not limited to, an individual’s first name or initial and last name in
combination with any of the following information:

Social Security Number;

Driver’s License Number;

System Access ID’s and associated passwords; and

Account Information —such account number(s), credit/debit/ProCard number(s),
and/or passwords and/or security codes.

hrwpbE

The awarded Vendor shall also immediately notify the contracting agency, the Office of
Procurement Services, and the Commonwealth Office of Technology upon learning of
any unauthorized breach/access, theft, or release of Commonwealth data containing
“Ildentity Information.”

Section 30.058—Vendor Selection

The CHFS seeks to award a Contract to a knowledgeable and responsive Vendor
having experience in the development and implementation of statewide web-based
multi-layered integrated Health Care Systems. The selected Vendor should provide
innovative, cost-efficient and appropriate business management and technology
solutions for designing, developing and implementing the envisioned software.

The Commonwealth is seeking a Vendor that is responsible for providing a complete
software solution and all requested services required for a successful implementation,
plus post-implementation support, and possible long term operational support for the
MEMS. The Vendor may team with multiple firms in its proposal, but there can be only
one Vendor that executes the Contract expected to result from this RFP. This does not
preclude the State from executing a separate contract with a Software Provider for
software licenses and software maintenance i.e. MicroSoft Office products, database
software, asset management software, etc.. However, the Vendor is responsible
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contractually for all services, including those services performed by a sub-contracted
software provider.

The Vendor should coordinate, integrate, and be accountable for all products and
services proposed.

Submitting multiple proposals in different forms shall result in the disqualification of all
Vendors knowingly involved.

Section 30.058.010—Vendor Experience Requirements (Sections 60.010.010.030;
60.010.010.040; 60.020.010.030)

The Vendor or subcontractor selected for this initiative should have:

1. A clear, complete, and comprehensive vision for the direction of the business.

2. Evidence of fiscal stability, including being able to demonstrate that this project
will not have a material impact on the Vendor organization’s financial status.

3. Recent experience (past five years) designing, developing and implementing a
large enterprise system.

4. Recent experience providing FA services. This experience may be provided
through a sub-contracted vendor.

CHFS may require substitution/replacement of any key personnel assigned to the
Project if it determines that person does not possess the skills necessary to
satisfactorily complete the activities assigned.

The successful Vendor should have a minimum of five prior years experience in the
delivery of services on projects involving the design, development, and implementation
of large systems. Experience preferably should be within the last five years, although
earlier experience may be submitted if it demonstrates continuity of services over a
broad span of years. The Vendor identifies any experience with Federal requirements
for Medicaid programs and/or MMIS, or other Federal programs such as HIPAA, Food
and Drug Administration (FDA), HBE, or related service areas.

Section 30.058.020 — Value Added Services (Section 60.010.010.140)

Value-added services provide additional functionalities and capabilities that enhance a
Vendor’s solution

Section 30.059 — Independent Verification and Validation

The selected Vendor should cooperate with any Third Party Vendor(s) that the
Commonwealth engages for the purposes of Independent Verification and Validation
(IV&V) of the Program or system at any point in the program life cycle. The selected
Vendor should, upon request and as required, provide documentation to CHFS and the
IV&V Vendor to facilitate the independent verification process. The MEMS Vendor
should support the IV&V Vendor in its objective verification and validation activities. The
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IV&V Vendor should have access to all deliverables and visibility into the MEMS
Vendor's processes to produce those deliverables, including on-site visits.

The most significant contribution expected of the IV&V consultant is performing project
oversight and acting in the role of a contract monitor to oversee the contractual
obligations, performance, and compliance of the Vendor awarded the RFP for the new
MEMS. CHFS views the function of the IV&V consultant as literally independent, and
not a part of the DDI process. The IV&V consultant should be able to sample, review,
and critique all parts of the Vendor’s DDI activities and the CHFS’s oversight of those
activities.

CHFS and the IV&V consultant will review all deliverables of the selected Vendor. The
deliverables should be defined in the RFP along with a description of the formal process
to be used in the submission and review of the deliverables. The implementation
Vendor should produce and submit to CHFS/IV&V deliverables based on the dates that
are agreed upon in the project schedule.

The V&V will independently produce status reports on the progress of the project and
submit them simultaneously to CHFS and CMS. This action should ensure a check and
balance approach to assessment and allow the IV&V consultant to maintain the
independence it needs to do the job for which they were contracted. It should also
ensure that CMS is getting necessary information in a timely and unedited manner.
CHFS will also initiate a standing monthly status update call with CMS the week
following the status report to discuss the findings, recommendations, and corrective
action, if required.

Section 30.060—Replacement System Scope of Work

The Scope of Work (SOW) for the implementation of the new MEMS calls for the
Vendor to:

1. Propose and develop a system using a modular design and interoperable
enterprise architecture employing a collaborative teaming approach. The Vendor
should provide services required to maintain, enhance and operate the new
MEMS over the Project Life Cycle (PLC). The replacement system will meet the
applicable Medicaid Enterprise Certification Toolkit (MECT) requirements, align
with MITA, and comply with the CMS Seven Conditions and Standards.
Kentucky‘s functional and technical requirements are identified in Attachment F —
MEMS Functional Requirements and Attachment G-MEMS Technical
Requirements. The Vendor should meet these objectives by executing the
following activities:

Activity 1 — Project Management.

Activity 2 — Detailed Requirements Analysis.

Activity 3 — Design.

Activity 4 — Development.

Activity 5 — Data Conversion.

Activity 6 — Business Process Transition.

Activity 7 — Acceptance Testing.

@roaoop
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6.

h. Activity 8 — Training.

i. Activity 9 — Implementation.

J.  Activity 10 — Operations — Fiscal Agent.

k. Activity 11 — Certification.

[. Activity 12 — Software Maintenance and Modification.

m. Activity 13 — Turnover.
Recommend the integration of best-of-breed existing and proven products rather
than the traditional approach to new systems development that includes a state-
of-the-art modular framework and supporting services, e.g., rules engine and
workflow management, from best-of-breed Vendors. (Activities 1, 2, 3,4, 5,7, 9).
Prepare the MEMS for Federal certification and to conduct planning activities to
assure the new MEMS is developed and enhanced to meet MITA in Activity 11.
Provide FA Services to operate the MEMS for an 8-year period (5 base years
and 3 optional years) to meet the operations requirements identified in Activity
10.
Software maintenance and modification should be provided as part of the base
contract for an 8 year period (5 base years and 3 optional years) to meet the
operations requirements identified in Activity 12.
The timeline for the MEMS Replacement can be found in Attachment S.

The scope of the MEMS requirements includes the major functionality/modules and
system components that are defined in Attachment F — MEMS Functional Requirements
and Attachment G — MEMS Technical Requirements.

The SOW defines the activities to be performed by the Vendor to develop and
implement a new MEMS that meets DMS requirements including the activities for FA
Operations (Activity 10) and Software Maintenance and Modifications (Activity 12) of the
MEMS after implementation. The SOW assumes the following:

1.
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The Vendor should provide/develop a system to meet the functional
requirements defined in Attachment F — MEMS Functional Requirements and as
specified in Activities 1 through 12.

The Vendor should assist DMS in the development and implementation of new
business processes and workflows as defined in Activities 3 & 6.

The Vendor should provide DMS training as defined in Activity 8.

The Vendor should provide FA services as defined in Attachment F —-MEMS
Functional Requirements, and as specified in Activity 10.

The Vendor should assist the Commonwealth in the Certification Readiness
Effort with planning and expertise defined in Activity 11.

The Vendor should provide Software Maintenance and Modification following
MEMS Implementation as defined in Activity 12.

. The Vendor should provide Turnover services as defined in Activity 13.



Section 30.060.010—CHFS General Responsibilities

CHFS general responsibilities are:

1. Provide overall project direction and management.

2. Provide input and clarifications to the Vendor for developing the Deliverables.

3. Provide access to CHFS policies and procedures related to Vendor Deliverables.
When applicable, provide access to appropriate staff to clarify requirements
consistent with the MEMS Requirements Definition Report.

4. Attend deliverable walk-throughs to enhance understanding and facilitate the
approval process.

5. Review and provide comments on draft Deliverables.

6. Review and approve Deliverables.

7. Ensure that technical assistance and support are provided in capacity planning,
network planning, database and dictionary requirements, and software
requirements of any existing (package) or developed systems.

8. Establish project organization by meeting with Vendor project management to
finalize and document areas of responsibility, personnel reporting relationships,
and administrative procedures.

9. Establish evaluation mechanisms by setting up procedures for day-to-day control
of the Project as defined by the combined CHFS and Vendor project
management team.

10.Coordinate other CHFS resources as needed to support the development and
implementation process.

11.Provide information and answer questions at Vendor request.

12. Assist the Vendor in closing out action items.

13.Provide a project team consisting of a Program Director, technical staff, and
business analysts representing the business areas throughout DMS. In addition,
part-time participation from other CHFS staff should be available as defined in
Attachment M — Commonwealth Responsibilities and MEMS Project Team
Composition. The Vendor should consider these staffing levels when developing
the resource management portion of the Project Plan.

14.The CHFS Program Director ensures that the Project is in compliance with the
Contract and satisfies the requirements stated in the RFP. The CHFS Program
Director will consult with the Project Sponsor on a continuing basis on every
activity of the Project. This coordination should ensure that the new MEMS is
properly designed, tested and implemented, supports the defined functional and
technical requirements contained in the RFP, and is properly documented.

15.The standard turnaround for CHFS review of deliverables should be 15 work
days and may be modified if CHFS determines in its sole discretion that it is
necessary. CHFS encourages early submission of draft documents to expedite
CHFS review. If the deliverable is not accepted, the Vendor is allowed 10 days to
make necessary corrections and resubmit. CHFS will have 15 days to re-review.

16.Monitor Vendor performance.
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Section 30.060.020—MEMS Vendor General Responsibilities

MEMS Vendor general responsibilities are:

1. Provide/develop a system to meet the functional requirements defined in
Attachment F — MEMS Functional Requirements and Attachment G — MEMS
Technical Requirements.

2. Provide training services for Vendor and DMS users and Providers as defined in
Activity 8.

3. Provide FA and quality management support services to DMS and the new
MEMS that ensure, and maintain the integrity of customer and stakeholder
relationships and program performance as defined in Activity 10.

4. Provide Operations and Maintenance Support for the new MEMS system
components as defined in Activity 12.

5. Submit written status reports to the CHFS Program Manager as defined in

Attachment L — Deliverables.

Obtain CHFS written approval of the Project Plan.

Obtain CHFS approval on deliverable formats prior to completing deliverables.

Ensure that deliverables submitted to CHFS meet the deliverable requirements.

Obtain written approval from CHFS on deliverables before it is considered

complete.

10. Perform internal quality control on deliverables before submission for CHFS
review and maintain records of those activities.

11.Provide information and support to the IV&V Vendor involved in the quality
assessment of the MEMS development and implementation activities.

12. Attend meetings and present Project status as directed by CHFS.

13.Provide facilities and equipment as defined in Attachment L- Deliverables.

© 00N

Section 30.060.030—Project Staffing (Section 60.010.010.130)

A key factor in the success of the project is the degree of collaboration between Project
staff, CHFS participants, and Vendor staff. The Vendor's Project team is responsible for
performing and supporting the project with quality-related activities described
throughout this Section of the SOW. CHFS expects the Vendor to staff the project team
with individuals who have expertise to perform or administer the activities. Key Staff
designated by the awarded Vendor will be approved by CHFS.

In addition, the Vendor should provide qualified, highly skilled project staff. The
composition of the project staff should be at the Vendor’s discretion. However, the
Vendor should ensure that project staff meet and retain the performance standards
defined in the Project Plan (Deliverable 1.1 and 1.2). For pricing purposes, please cost
all positions. Actual staffing can be discussed during final negotiations.

The CHFS Program Director works closely with the Vendor’s Project Manager on day-
to-day project activities. The Vendor should have full responsibility for providing
adequate staff to complete the project in the required timeframe.
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Section 30.060.030.010—Staffing Plan

The selected Vendor submits a plan for Project Staffing prior to the commencement of
any work, to be approved by CHFS. The Staffing plan should describe the selected
Vendor’s staffing approach and team organizational structure for the prime Vendor, and
all subcontracted Vendors, to complete all phases of work, functions, requirements,
roles, and duties associated with this Project. The Vendor is to maintain staffing levels
throughout the project at ninety percent (90%) or more of the staffing plan agreed to
during project planning. All MEMS Vendor staff in key roles should have recent (in the
last three years) experience with implementing and/or supporting Medicaid systems.

The Project Staffing Plan includes resumes for each of the selected Vendor’s proposed
staffing choices for the Key Roles described below:

1.
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Program Manager: Primary point of contact with MEMS's Program Director for
activities related to contract administration, project management, scheduling,
correspondence with MEMS staff, and deliverable reviews. Should have a
Bachelor’s Degree, a current Project Management Professional (PMP)
Certification, and at least ten (10) years of management experience.

Project Manager: Responsible for planning, directing, managing and overseeing
the overall Vendor Project Management activities. The primary focus is on
providing an integrated view of all project and related program activities. Should
have a Bachelor’s Degree, a current Project Management Professional (PMP)
Certification, and at least five (5) years of management experience.

Deputy Project Manager/Project Management Office (PMO) Manager: Also
responsible for planning, directing, managing and overseeing day-to-day Vendor
PMO and Project Management activities. The primary focus is on providing an
integrated view of all project and related program activities. Should have a
Bachelor’'s Degree, and at least three (3) years of management experience.

Core Medicaid Enterprise Systems: Primary point of contact with MEMS
Technical Staff. Should serve as the Technical SME over the selected Vendor’s
team. Should have a Bachelor’'s Degree and at least seven (7) years of similar
experience.

Systems Development Manager for DDI: Responsible for the overall functional
design of all system components, functional procedures, program applications,
and functional documentation. Also responsible for liaising with business SMEs
on any functional decisions. Should have similar experience in MEMS Solution
Development of similar size and complexity. Should have a Bachelor’'s Degree
and at least seven (7) years of similar experience.



6. System and Web Architect: Responsible for the design, maintenance,

procedures, and architecture related to data, program applications, and systems
documentation. Should have similar experience in MEMS Solution Development
of similar size and complexity. Should have a Bachelor’s Degree and at least
seven (7) years of similar experience.

. Systems Integration Manager: Manages the integration of MEMS System

Components. The number of System Manager positions corresponds to the
number of MMIS modules/contracts.

Potential Positions:

I. Core System Project Manager

ii. DSS Project Manager

iii. Care Management Project Manager

iv. UM Project Manager
System Project Managers (PMs) are accountable for all the MEMS-related
activities, reviewing and ensuring that all contractual terms and deliverables are
met throughout the project and communicating project-level PM information to
the Program Director.

. Implementation Manager: Primary point of contact with Commonwealth staff

regarding system implementation. Should have a Bachelor's Degree and at least
five (5) years of similar experience.

. Help Desk Manager: Responsible for internal staff User Support and Contact

Center Help Desk operation. Should have a Bachelor's Degree and at least five
(5) years of similar experience.

10. Operations and Maintenance Manager: Responsible for system operations and

ongoing maintenance after implementation. Should have a Bachelor’s Degree
and at least five (5) years of similar experience.

11.Data Conversion Manager: Responsible for overall data architecture of the

system including MDM planning and implementation, data exchange planning
and implementation and data migration to new system. Should have a Bachelor’'s
Degree and at least five (5) years of similar experience.

12.Quality Assurance Manager: Responsible for the Vendor‘s implementation of

their Quality Plan. Performs audits and reviews identifying areas for
improvement. Should have a Bachelor’'s Degree and at least five (5) years of
relevant experience.

Lead roles should be filled by selected Vendor staff with appropriate levels of
experience.
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System Test Lead: Responsible for overall effort involved in system testing,
including test strategy, planning, execution and status reporting. Should have a
Bachelor’'s Degree and at least seven (7) years of similar experience.

Training Lead: Responsible for overall effort involved in end-user training,
including training strategy, schedule, planning, training materials, delivery and
status reporting. Should have a Bachelor's Degree and at least seven (7) years
of similar experience.

Organizational Change Lead: Responsible for the creation, implementation and
coordination of the Business Process Transition strategy and plan for the MEMS.
Should have a Bachelor’s Degree and at least five (5) years of similar
experience.

Infrastructure Lead: Responsible for the assessment, planning, procurement,
installation, configuration, maintenance and monitoring of all infrastructure
components required for the MEMS. Responsible for the MEMSs server, network
and data center operations for all environments including test, production, and
disaster recovery sites. Should have a Bachelor's Degree and at least five (5)
years of similar experience.

Security Lead: Responsible for the assessment, planning and implementation of
all security standards, practices and components required for the MEMS.
Responsible for adherence to CHFS security standards, communications with
CHFS ISO, compliance with HIPAA requirements, and IRS Federal Tax
Information. Should have a Bachelor’s Degree, CISM, GIAC or CISSP
certification and at least five (5) years of similar experience.

Application Development Lead: Responsible for the planning, coordinating, and
supervising of all activities related to system design and development. Should
have a Bachelor's Degree and at least seven (7) years of similar experience.

. Technical and Business Writing Quality Assurance Lead: Responsible for

providing standards to be adhered to for technical and business documents and
all deliverables. Responsible for enforcing and tracking compliance with quality
standards and procedures including peer review processes, quality checks and
remediation actions. Should have five (5) years experience in technical and
business writing.

Other key positions that should be provided by the Vendor include the following:
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Fiscal Agent Manager.

A minimum of one Business Analyst for each of the business areas
DSS Systems Engineers for ad hoc reporting.

Financial staff.

Third Party Liability staff.



6. Provider Relations representatives.
7. Provider Call Center staff.
8. EDI Staff (including EDI call center).

Modifications, Changes and Maintenance Staffing

CHFS is requiring 25,000 hours of Vendor categorized staff time per contract year to
apply towards system modification, changes and enhancements to the MEMS once the
system has been fully implemented for the life of the contract. Vendor should analyze
the change request, provide an estimate to CHFS and receive approval prior to
expending any of these hours. Any hours remaining at the end of a contract year are to
be rolled over to the next year. The Vendor is responsible for full-time staff support
comprised of professional systems engineers (programmer/analysts) for all system
maintenance change categories. This staff should be in addition to Vendor staff
performing routine and general system maintenance activities. The Vendor should
identify staff to be assigned to system modification, change and enhancement projects.
Additionally, the staff can be assigned to support routine and general maintenance
activities with the approval of the CHFS.

Other non-programming categorized staff should support routine and general
maintenance activities that include: workflow analysis, system testing, documentation
updates, and program procedure activities may consist of architects, testers, business
analysts, security experts, Database Analysts (DBAs), change management personnel,
and/or administrative staff. The mix should be left up to the Vendor, as long as the
required level of service is met.

Vendor staff responsibilities for all system maintenance activities are prioritized by the
CHFS, with input from the Vendor. Within these priorities, the Systems Manager is
responsible for directing the work of Vendor staff to ensure that all maintenance and
modification efforts proceed in a timely manner. All module and system component
functions should be covered by at least one Vendor systems/programming staff with
extensive knowledge and experience in the corresponding technical area. Team
members should be sufficiently cross-trained to support temporary changes in priorities
and/or responsibilities.

The selected Vendor should explain in its Staffing Plan how each individual meets the
requirements of the proposed role. All proposed Vendor staffing for Key Roles is subject
to approval by CHFS. CHFS reserves the right to reject the Vendor’s proposed
individuals for Key Roles. In such a case the selected Vendor should be required to
provide an alternative staffing proposal for that Key Role. CHFS reserves the right to
interview individuals proposed to Key Roles, if desired, prior to approval of any staffing.

CHFS and its stakeholders should be interacting with the selected Vendor’s staff on an
ongoing basis, and as such the selected Vendor should submit in its plan an
organizational chart for Staffing that describes how the selected Vendor’s team should
interact with CHFS staff and key Commonwealth stakeholders.

In addition, the selected Vendor may need to interact with other Vendors associated
with the delivery of the MEMS including the IV&V Vendor. The selected Vendor should
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cooperate with all resources involved in the MEMS project to ensure the successful
integration of all components of the solution and the overall delivery of operationally
efficient and effective MEMS.

CHFS recognizes that changes in the selected Vendor’s level of Staffing may happen
due to a variety of unforeseen factors. However, the selected Vendor is responsible for
ensuring the appropriate experienced staffing level is maintained throughout the project
to ensure the objectives of this Project are met on time.

To mitigate risks associated with changes in Vendor staffing, CHFS requires the
awarded Vendor to include a contingency plan with the Project Staffing Plan.l. The
contingency plan should address staffing changes to include: replacement of key
personnel or other proposed staff, staff augmentation plans in the event of an inability to
meet performance standards, and a method for deploying and bringing new team
members up to date with the project.

Section 30.060.030.020—Onsite Staffing Requirement

During the DDI Phase, CHFS will provide office space for Vendor staff onsite in
Frankfort, KY. This includes the following Key Vendor staff:

Program Manager, as required.

Project Manager (at least 80% of the time).

Deputy Project Manager (100% commitment).

Project Management Office (PMO) Manager (100% commitment).
Core Medicaid Enterprise Systems Manager (100% commitment).
Systems Development Manager for Design and Development (100%
commitment).

7. Systems Integration Manager (100% commitment).

8. Implementation Manager (100% commitment).

9. Data Conversion Manager (100% commitment)

10. Quality Assurance Manager (100% commitment).
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The Commonwealth and Key Vendor staff should work very closely together on this
project. This requires an onsite presence. ltis vital for the Vendor project manager and
key staff to play an active role in the project and be visible and accessible.

Once the new MEMS are implemented, the key technical staff should continue to be
housed at the CHFS facility throughout five year operational period. These staff
include:

Core Medicaid Enterprise Systems Manager.
System Analysts/Engineers.

Network staff.

Configuration Manager

DSS Systems Engineer for maintenance.

arwnPE
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6. Privacy/Security Compliance Management.

The key FA staff should be located in a Vendor supported facility within ten (10) miles of
the Kentucky Department of Human Resources Building. Staff that should be located
there are:

Fiscal Agent Manager.

A minimum of one Business Analyst for each of the business areas
DSS Systems Engineers for ad hoc reporting.

Financial staff.

Third Party Liability staff.

Provider Relations representatives.

Provider Call Center (some in Frankfort; can have additional sites).
EDI Staff (including EDI call center).

Trainers.
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Section 30.060.030.030—Offsite Project Work

The Commonwealth will permit development project work to be performed offsite. For
offsite work, the Commonwealth requires strong management of the resources and
assigned activities; adequate, timely and accurate communications and completion of
assigned work by specified deadlines. This is important to any offsite relationship.

Section 30.060.040—Systems Development Life Cycle Methodology (Section
60.010.010.060)

Prior to the commencement of work, the selected Vendor should submit a description of
the system development life cycle (SDLC) Methodology that it plans to use for the
MEMS, for review, comment, and approval by CHFS.

The selected Vendor should deliver the solution using a phased development approach
that supports the Commonwealth’s requirement to review and test iterations of
development of logical functional groups of system components, before proceeding to
the System Test phase. Therefore, the plan for the Development Phase should account
for durations of Commonwealth testing and feedback, and system updates by the
Vendor, prior to the completion of the Development phase for each iteration.

Section 30.060.050—Project Deliverables and Milestones (Section 60.010.010.060)

For each project deliverable, a required minimum specification has been defined and is
included in Attachment L — Deliverables. All deliverables should be delivered and
maintained online in the SharePoint Project Repository that is required in Activity 1
(Deliverable 1.5). The SharePoint Project Repository is the central location for the
delivery, management and maintenance of all artifacts of the Project, including all
deliverables. CHFS will provide an area on its SharePoint portal for the Vendor to
organize and utilize for its repository. The CHFS Project Team should have continuous
access to the SharePoint Project Repository to review and accept deliverables and to
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provide ongoing management of the project. The schedule for the submission of
deliverables should be based on the Vendor’s approved Project Plan.

In the process of developing deliverables, the Vendor should involve the CHFS Project
Team and the IV&V Vendor in a review of a draft version of the deliverable. Prior to
submission of the draft document, the Vendor’s review process should incorporate the
Vendor’s Internal Quality Management review steps described in the Vendor’s Project
Plan. As each deliverable is formally submitted, the Vendor should provide evidence to
show that the Vendor’s review and corrective action has been followed through the
versioning process.

All deliverables should be delivered to the CHFS Program Director. A cover letter
should be included with an electronic copy of the Deliverable and placed on the
SharePoint Project Repository in a specified area. Additional versions may be required
by CHFS in different formats.

Upon receipt of a deliverable, CHFS will log the deliverable and convene a review panel
to initiate the review process. CHFS will simultaneously provide Contract deliverables to
the IV&V Vendor for its independent review. As necessary, the Vendor may be asked to
provide a walk-through of each deliverable to aid the review panel and the V&V Vendor
in understanding the document. CHFS and the IV&V Vendor should review deliverables
to determine their readiness for use and compliance with content requirements specified
in Attachment L — Deliverables. CHFS will complete its review and provide review
results in writing to the Vendor within 15 days. If CHFS finds deficiencies in
deliverables, it will formally communicate them in writing to the Vendor. The Vendor
should correct deficiencies and resubmit corrected deliverables for review within 10
days from receipt of CHFS notification of deficiencies (which begins a new 15-day
CHFS review cycle). Deliverables are to be approved in writing by CHFS to be
considered final.

The table below provides a summary list of all the required deliverables. The table
indicates the Activity number and description and the Deliverable number and
description.

Table 2 — Summary of Deliverables

Activity | Activity Deliverable Deliverable
Description Number
1 Project
Management
1.1 Project Plan
1.2 Project Plan Updates
1.3 Configuration Management/Change Management
Plan
1.4 Software Development Methodology
15 SharePoint Project Repository
1.6 Project Status Reports
1.7 Security Policies and Procedures
1.8 Business Continuity Plan — VV1: Development
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Activity | Activity Deliverable Deliverable
Description Number
2 Detailed
Requirements
Analysis
2.1 Detailed Requirements System Design (RSD)
2.2 General System Design (GSD)
3 Design
3.1 Detailed System Design (DSD) Version 1
3.2 Implementation Plan — Version 1
3.3 System Architecture and Design Documents
a) Interface Detail Design (IDD) and Integration
Specification document
b) Interface Control Document (ICD)
c) Logical Data Model
d) Physical Data Model
e) Data Dictionary
3.4 Architectural Review Board
35 Test Management Plan
3.6 Network Upgrade Requirement
3.7 Data Conversion Strategy
4 Development
4.1 Development Environment*
4.2 Code Library — Version 1: Test Environment*
4.3 Development Test Results*
4.4 User Manual — Version 1*
4.5 Operating Procedures — Version 1*
4.6 DSD - Version 2
4.7 Implementation Plan — Version 2
5 Data Conversion
51 Data Conversion Plan
5.2 Conversion Test Results*
6 Business Process
Transition
6.1 Comprehensive Behavior Process Transition and
Communication Plan
6.2 Business Process Re-engineering (BPR) Modeling of
Future Processes
6.3 Training of Staff on New Processes
6.4 New Process Rollout
6.5 BPR Results Report
7 Acceptance
Testing

52




Activity | Activity

Description

Deliverable
Number

Deliverable

7.1 Test Environment*
7.2 Acceptance Test Plan*
7.3 Acceptance Test Results*
7.4 Operational Test Plan*
7.5 Operational Acceptance Test Results*
7.6 Source Code (applicable only for Commonwealth
hosted and as applicable) Library — Version 2:
Acceptance Testing Environment*
7.7 Business Continuity Plan for Systems Operations and
Maintenance
7.8 DSD Version 2
8 Training 8.1 Training Strategy*
8.2 Training Plan*
8.3 Training Environment*
8.4 Training Materials*
8.5 Training Report*
9 Implementation
9.1 Implementation Plan — Version 3*
9.2 Production Environment*
9.3 Source Code (applicable only for Commonwealth
hosted and as applicable) Library — Version 3:
Production Environment*
9.4 User Manual — Version 2
9.5 Operating Procedures — Version 2*
9.6 Final System Documentation DSD - Version 3
(Sysdoc)
9.7 Implementation Certification Letter
10 Operations
10.1 Quality Management Plan
10.2 FA Staffing Requirements Capability Report
10.3 Bi-weekly Status Report for Operations
104 Annual Status Report for Operations
11 Certification
11.1 Certification Checklist
11.2 Certification Review Package
12 Systems
Operation and
Maintenance
Support
12.1 Systems Support Plan
12.2 Staffing Requirements Capability Report
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Activity | Activity Deliverable Deliverable
Description Number
12.3 Biweekly Status Report
12.4 Annual Status Report
12.5 System Documentation Updates
12.6 Operations & Maintenance Procedures Manual
13 Turnover
13.1 Turnover Plan
13.2 Resource Requirements Statement
13.3 Systems Documentation
134 Source Code (applicable only for Commonwealth
hosted and as applicable) Library
13.5 Turnover Results Report

Deliverables noted with an asterisk (*) should be approved prior to commencement of other
systems development activities.

The activities/deliverables above are assigned to milestones in the table below as
follows:Table 3 — Milestones, Activities and Deliverables

Milestone Activity Description ‘ Deliverable
Design Project Management
Project Plan
Project Plan Updates
Configuration Management Plan
Software Development Methodology
SharePoint Project Repository
Project Status Reports
Security Policies and Procedures
Business Continuity Plan — V1: Development
Design Detailed
Requirements
Analysis
Detailed Requirements (RSD)
Design Design

DSD Version 1

Implementation Plan — Version 1

System Architecture and Design Documents

a) (IDD)and Integration Specification document
b) ICD

c) Logical Data Model

d) Physical data Model

e) Data Dictionary

Architectural Review Board

Test Management Plan
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Milestone

Deliverable

Activity Description

Network Upgrade Requirement

Data Conversion Strategy

Development/Testing

Development

Development Environment*

Code Library — Version 1: Test Environment*

Development Test Results*

User Manual — Version 1*

Operating Procedures — Version 1*

DSD Version 2

Conversion

Data Conversion

Data Conversion Plan

Conversion Test Results*

Acceptance Testing

Acceptance Testing

Test Environment*

Acceptance Test Plan*

Acceptance Test Results*

Operational Test Plan*

Operational Acceptance Test Results*

Source Code (applicable only for Commonwealth
hosted and as applicable) Library — Version 2:
Acceptance Testing Environment*

Business Continuity Plan for Systems Operations and
Maintenance

DSD Version 2

Implementation

Implementation

Implementation Plan — Version 3*

Production Environment*

Source Code (applicable only for Commonwealth
hosted and as applicable) Library — Version 3:
Production Environment*

User Manual — Version 2

Operating Procedures — Version 2*

DSD Version 3 (Sysdoc)

Implementation Certification Letter

Certification

Certification

Certification Checklist

Certification Review Package

Deliverables noted with an asterisk (*) should be approved prior to commencement of other
systems development activities.
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Section 30.060.060—Facilities and Equipment

During the DDI phases, the awarded Vendor’s project team will be provided space at
the Commonwealth. It has been CHFS’s experience that having the Vendor and
Commonwealth project teams housed together facilitates more open communication
and lends itself to a more successful project. Following the MEMS implementation, key
technical staff should remain housed with CHFS in its support of the system operations,
maintenance, and modifications.

Commencing with the FA operations phase, the Vendor is to maintain its facility in
Kentucky within a radius of 10 miles from the Frankfort, Kentucky Department of Human
Resources Building, located at 275 East Main Street, with access for designated CHFS
staff. The Vendor is to provide access 24x7x365 to all Vendor Medicaid Enterprise
facilities and operations in Kentucky and to each Medicaid employee designated by the
Commonwealth, without prior notice, admission, escort, or other requirements. All
Vendor and Commonwealth staff and visitors should wear identification badges at all
times while in the facility. The Commonwealth and the Vendor will establish appropriate
protocols to ensure that physical property/facility security and data confidentiality
safeguards are maintained. Access to any non-Kentucky facility used to support the
Medicaid Enterprise are to be granted within five workdays of the request.

Section 30.060.070—Activity 1 — Project Management (Section 60.010.010.060)

This Section presents the requirements for Project Management to be completed over
the Contract period for Activities 1 through 13. Project Management activities span the
duration of the Project. Project Management activities that support the use of the Project
Plan are the primary control elements on the Project.

Section 30.060.070.010—Objectives

The specific objectives of the Project Management Activity are to ensure that the MEMS
meets Kentucky’s specific requirements defined in Attachment F — MEMS Functional
Requirements, Attachment G — MEMS Technical Requirements, and the current CMS
functional equivalency and reporting requirements identified in the State Medicaid
Manual (SMM), Part 11.

The Project Management Activities are designed to ensure that the Project progresses
according to the approved detailed Project Plan. The activities and associated activities
related to Project management are in the following sections. The Vendor’s project
methodology should align within the Commonwealth’s overall project management
framework.

The Vendor should develop an initial Project Plan with CHFS input within 20 days of
Project initiation. Once the Project Plan is approved by CHFS, the approved Project
Plan should be maintained by the Vendor. The Vendor should modify the Project Plan
throughout the Project, with CHFS approval, by updating it to reflect the evolving
schedule, priorities, and resources.
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As part of the Project Management Activity, the Vendor should also provide
documentation of systems development processes and controls to be used to ensure a
quality MEMS development and implementation. The documentation of processes and
controls should include a Software Development Plan, Security Policies and
Procedures, and the Business Continuity Plan. An implementation plan is to be
included in the Project Plan as well.

CHFS will provide an area on its SharePoint portal for the Vendor’s use. The Vendor
should organize this SharePoint Project Repository which should provide access to all
Contract Deliverables. The CHFS Project Team will have continual access to the
SharePoint Project Repository.

Section 30.060.070.020—CHFS Project Management Responsibilities

CHFS Project Management responsibilities in this activity are to:

1. Manage the MEMS Project Risk Management Plan and process including
periodic input from the Vendor and the IV&V Vendor.

2. Conduct periodic meetings of the MEMS Requirements Management Change
Control Board (CCB) in order to manage project change requests.

Section 30.060.070.030—Vendor Project Management Responsibilities

Vendor Project Management responsibilities are to:

1. Prepare, submit, gain approval, and execute the Project Plan as defined in
Attachment L — Deliverables (Deliverables 1.1 & 1.2). The Vendor is to obtain
CHFS approval of the Project Plan before commencing work on the activity. The
Vendor should submit updates to the Project Plan monthly, at a minimum.

2. Maintain staffing levels throughout the project at ninety percent (90%) or more of
the staffing plan agreed to during project planning.

3. Present the Software Development Plan and the Change Management Plan to
the CHFS Project Team. Utilize the plans during project execution.

4. Prepare and submit Project Status Reports. The Status Reports should be in the
format approved by CHFS and include accomplishments, critical issues,
personnel utilized, and items planned for the next reporting period. The Status
Reports should report identified issues and risks and associated mitigation
strategies in support of the MEMS Project Risk Management Plan. The Status
Reports should conform to the requirements described in Attachment L —
Deliverables and should be presented to the CHFS Program Director and the
IV&V Vendor weekly.

5. Establish and begin using the approved SharePoint Project Repository
(Deliverable 1.5) as the control system for all Project Deliverables and other
artifacts. Deliverables are expected to be delivered, managed, and controlled
through the SharePoint Project Repository.

6. Participate in the MEMS Requirements Management Change Control Board
(CCB) as needed.
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7. Develop, submit, and utilize the Security Policies and Procedures in Attachment
L — Deliverables (Deliverable 1.7) and the Business Continuity Plan in
Attachment L — Deliverables (Deliverable 1.8).

8. Attend meetings and present Project status as directed by the CHFS Program
Director.

9. Support the IV&YV process as defined in RFP.

10. Prepare and submit final deliverables.

Section 30.060.070.040—Milestones

The critical milestones that affect the schedule or impact progress during the Project
Management activity are:

1. CHFS approval of the Project Plan deliverables and the Software Development
Plan deliverable.

2. CHFS approval of the SharePoint Project Repository deliverable.

3. CHFS approval of the Security Policies and Procedures deliverable and the
Business Continuity Plan deliverable.

4. CHFS approval of monthly Project Plan updates.

5. CHFS approval of weekly Status Reports.

Section 30.060.070.050—Deliverables

This section defines the Vendor deliverables related to the Project Management Activity.
Preparation, maintenance, and use of quality deliverables are critical to the success of
the Project Management process and should be used to assess the Vendor’s overall
understanding of requirements and expectations of CHFS. Documents prepared during
the Project Management Activity are the foundation for the definition of work to be
completed in subsequent Project activities. The table below identifies the Deliverable
number and description, and the section where further information can be found in
Attachment L — Deliverables. The deliverables to be provided during the Project
Management activity are:

Table 4 — Activity 1 Deliverables

NUMBER ‘ DELIVERABLE SECTION
1.1 Project Plan* L.1.1
1.2 Project Plan Updates L.1.1
1.3 Configuration Management Plan/Change L.1.2
Management Plan
1.4 Software Development Methodology* L.1.3
15 SharePoint Project Repository Organization L14
1.6 Project Status Reports L.1.5
1.7 Security Policy and Procedures L.1.6
1.8 Business Continuity Plan — Version 1: Development | L.1.7

Deliverables noted with an asterisk (*) should be approved prior to commencement of other
systems development activities.
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CHFS review of the Services and Deliverables of this activity should ensure that:

1. The Project is managed on schedule, within scope, and within budget.

2. Integrated plans are established and maintained to coordinate a comprehensive
list of activities and tasks to handle the breadth of system requirements and the
involvement of a large number of MEMS stakeholders.

3. Facilities and equipment are procured and established or installed.

4. Integrated plans are established to ensure quality systems development
processes are in place to create quality system components.

5. An infrastructure is established to assure that the development, testing, training,
and production environments are adequately secure to protect MEMS and data.

6. The SharePoint Project Repository is the means of access and review of MEMS
documentation during development and maintenance.

7. Communications are established and maintained that provide adequate progress
reporting, problem and risk identification and resolution and Contract
management information.

8. The development process allows for internal Vendor quality processes and
external independent Quality Assurance activities.

9. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

Section 30.060.080—Activity 2 — Detailed Requirements Analysis

The Detailed Requirements Analysis Activity requires analyzing, defining, and further
developing business, technical and functional requirements that are included in the
base system for the new MEMS. The requirements should be further refined to arrive at
the detailed design requirements that should be traced throughout the DDI process via
the Requirement Traceability Matrix (RTM) and to the requirements specified in the RFP
(Attachment L — Deliverables).

The products of this analysis should serve as the foundation for DSD documents and
the draft version of the System Architecture and Design that is generated in Activity 4.
The Requirements Analysis documentation becomes the initial version of the System
documentation and should be updated as subsequent activities are completed.

Section 30.060.080.010—Objectives

The objective of this activity is to validate and finalize the requirements for this Project.
The outcome of this activity is a requirements baseline that should be reviewed and
revised throughout the change management process on a continuing basis as
requirements are addressed. The Vendor is required to identify and document the
system business rules to be supported by the new MEMS. This activity includes the on-
going management of the requirements identified in this activity.
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Section 30.060.080.020—CHFS Detailed Requirements Analysis Responsibilities

CHFS responsibilities for the Detailed Requirements (Functional and Technical)
Analysis activity are:

1.

2.

Provide an Implementation Team of full-time individuals with duties that include
working with the Vendor to help design the MEMS during the Design Phase.
Participate in Joint Application Design (JAD) sessions to assist the Vendor in
understanding the CHFS role, Vendor role, and requirements for each business
function.

Review all prototypes, window designs, architecture designs, work plans,
requirements documents, and all deliverables and provide quick response and
comment.

Monitor the MEMS Requirements Management process and conduct MEMS
Requirements Change Control Board Meetings as needed.

Section 30.060.080.030—Vendor Detailed Requirements Analysis Responsibilities

Vendor responsibilities for the Detailed Requirements Analysis activity are:

1.

6.
7. Produce agendas and subject matter expert (SME) rosters for approval by the

8.

9

Perform a detailed review and analysis of all requirements provided in the RFP
and should develop the detailed specifications required to construct and
implement the MEMS solution. The Vendor should thoroughly review all
appropriate Kentucky Medicaid programs and policies and legacy MMIS
documentation. The Vendor should work with CHFS staff to fully understand the
scope, purpose, and implications of each requirement.

Plan and conduct JAD sessions, whose form, structure, timeframe, and schedule
are prior approved by the CHFS.

Validate and refine the requirements specified in this RFP with CHFS staff.
Verify that the capabilities described in the Vendor proposal actually align with
and meet the RFP requirements.

Validate that the capabilities described in the Vendor proposal meet MITA
requirements.

Document the purpose and results of each JAD session.

CHFS prior to distribution.
Prepare session minutes for approval by the CHFS prior to distribution.
Document Use Cases.

10.Document and track all action items during sessions through the project

management portal.

11.Document the rules in the existing legacy system that are available for

incorporation into the new MEMS rules engines including benefit plan
assignment, pricing rules, and the edit and audit rules.

12.Elaborate and document architectural, and business and technical functional

requirements described in this RFP and in attachments for the new MEMS.

13.Document and model each business process.
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14.Develop acceptance criteria. This measurement should be used to generate the
necessary test cases for system and acceptance testing.

15. Support and participate in requirements management.

16.Construct and update the Requirements Traceability Matrix (RTM).

17.Document the requirements validation.

18. Participate with the CHFS Requirements Change Control Board and process as
needed.

19. Support the IV&V process as defined in the RFP.

20.Prepare and submit final Deliverables for approval.

Section 30.060.080.040—Milestones

The critical milestones that affect the schedule or impact progress during the Detailed
Requirements Analysis (both Functional and Technical) activity are:

1. Complete the review of documentation pertaining to the legacy MMIS and related
processes.

2. Complete the review of business, system, and user requirements documented by
CHFS.

3. Complete the detailed requirements analysis meetings with appropriate CHFS
staff. This activity should be done in parallel with the workflow and process
engineering activities in Activity 3. Prepare the requirements baseline document
and completion of walk-through with appropriate CHFS staff.

4. Prepare updated requirements documentation reflecting CHFS comments.

5. Obtain CHFS approval of the Detailed Requirements Document (DRD)
deliverable.

Section 30.060.080.050—Deliverables

This section defines the Vendor Deliverables related to the Detailed Requirements
Analysis (both Functional and Technical) Activity. The table below identifies the
Deliverable number and description, and the section where further information can be
found in Attachment L — Deliverables.

Table 5 — Activity 2 Deliverables

NUMBER DELIVERABLE SECTION ‘
21 Detailed Requirements — Requirements System Design* | L.2.1
2.2 General System Design L.2.2

Deliverables noted with an asterisk (*) should be approved prior to commencement of other
systems development activities.

CHFS’ review of the Services and Deliverables of this activity should ensure that:

1. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.
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Section 30.060.090—Activity 3 — Design

The goal of the Design Activity is to develop the logical architecture of the system and
support development of detailed programming specifications. Design activities should
be consistent with the technical approach presented in the Vendor’s Detailed
Requirements Analysis.

Implementation plans should be developed during the Design Activity to clearly
articulate who should be responsible, what are the various activities involved, and how
they are to be delivered on time and on budget to meet project expectations. More
importantly, the plan should explicitly identify and address implementation challenges
and risks and be updated concurrently with each project phase as the project evolves.

Early in the Design Activity, the number and scope of test plans should also be
determined and be approved by the CHFS prior to the start of testing. As applicable,
test scenarios, test scripts, and test cases within each phase of testing should align with
the Requirements Traceability Matrix (RTM) to verify all requirements are accounted for.
Successful test results should confirm all requirements have been thoroughly tested.

Section 30.060.090.010—Objectives

The objective of the Design Activity is to define the blueprints for the new MEMS.
Utilizing the detailed requirements deliverable, the Vendor should identify, change if
necessary, obtain DMS approval, and finalize the business and technical functional
requirements in a design document for the MEMS. The design should be used by
programming staff to further analyze and construct the services for the new MEMS. The
Vendor should be responsible for presenting changes to model prototypes for CHFS
staff to review throughout the design process. The Vendor should be responsible for
conducting a walk-through of the DSD with CHFS to enhance CHFS’s understanding
and to facilitate the approval process. Application Programming Interfaces (APIs) used
to communicate between components and modules or with external systems should
also be defined in the DSD document.

Implementation planning has a strong management focus which requires best practice
approaches, skills and experience. The Vendor should prepare an implementation plan
(Deliverables 3.2, 4.7, 9.1) to execute its implementation strategy for successful
deployment of the MEMS on schedule, on scope and on budget.

The Vendor should complete the Architecture Review Board (ARB) (Deliverable 3.4)
requirement and CHFS must approve the deliverable documents in order to complete
the Design Phase. Portions of the DSD approved by CHFS may be used to satisfy ARB
standards and deliverable requirements. The Vendor should also include a preliminary
system network architecture draft diagram for each proposed environment in the
proposal until architecture diagrams can be finalized.

The Vendor should prepare a Test Management Plan (Deliverable 3.5) to ensure all
requirements are addressed and system modules, system components, and system
interfaces operate as designed within the MEMS SOA framework including:
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Modules are integrated using the defined technology and follow the prescribed
method of governance.

Medicaid business rules perform as documented.

Business modules perform as described in the design phase.

The MEMS performs as expected during load and stress testing.

A safe environment is available for users to test the system.

All tests have been completed, documented, and passed by the Commonwealth,
and interfaces comply with the ICD.

The Vendor should prepare a Data Conversion Strategy (Deliverable 3.7) to be
delivered as part of the proposal for which its primary purpose is to document and
communicate the data conversion scope, objectives, approach, and requirements.

Section 30.060.090.020—CHFS Design Responsibilities

CHFS responsibilities for the Design activity are:

1.

Modify the CHFS network and desktops to meet the requirements using the
Network Upgrade Requirements Deliverable.

Section 30.060.090.030—Vendor Design Responsibilities

Vendor responsibilities for the Design activity are:
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Prepare the Detailed System Design document.

Prepare the Implementation Plan (Version 1.0).

Prepare the System Architecture and Design document.
Prepare the Architectural Review Board documents.
Prepare the Test Management Plan.

Prepare the Network Upgrade Requirements Deliverable.
Prepare the Date Conversion Strategy Document.
Support the IV&V process as defined in the RFP.
Prepare and submit Deliverables for approval.

Section 30.060.090.040—Milestones

The critical milestones that affect the schedule or impact progress during the Design
activity are:

1.
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Preparation of the DSD document and draft System Architecture and Design
document and walk-through with appropriate CHFS staff.

2. CHFS approval of the DSD and System Architecture and Design documents.
3.
4. Completion and CHFS approval of the Implementation Plan (version 1.0) and the

CHFS approval of the Architectural Review Board documents.

Test Management Plan.

Completion and CHFS approval of the Network Upgrade Requirements
Deliverable.

Completion and CHFS approval of the Data Conversion Strategy document.



Section 30.060.090.050—Deliverables

The table below identifies the Deliverable number and description and the section
where further information can be found in Attachment L — Deliverables. The Vendor
should meet the requirements for Deliverables presented in Attachment L —
Deliverables:

Table 6 - Activity 3 Deliverables

3.1 Detailed System Design Version 1 L.3.1
3.2 Implementation Plan — Version 1 L.3.2
3.3 System Architecture and Design Documents (SADD) L.3.3

a) IDD and Integration Specification document

b) ICD

¢) Logical Data Model

d) Physical Data Model

e) Data Dictionary
3.4 Architectural Review Board Documents L.3.4
3.5 Test Management Plan L.3.5
3.6 Network Upgrade Requirement L.3.6
3.7 Data Conversion Strategy L.3.7

CHFS review of the Services and Deliverables of this activity should ensure that:
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1.

2.

The DSDs correlate and accurately reflect business processes and workflows
and technical function requirements.

The System Architecture and Design addresses the defined functional,
performance and security requirements of the system and assures the required
data interfaces with other systems.

The Architectural Review Board documents are in compliance with CHFS
standards and are compatible with the CHFS Enterprise architectural framework.
The Systems design is compatible with the CHFS network/computing
environment and with the network upgrade requirements, should adequately
meet the MEMS requirements.

The implementation plan is iteratively developed to identify additional risks and
issues while executing the defined scope and schedule of the plan.

The Testing Plan allows CHFS to track testing of the MEMS during development,
and deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

The data migration strategy used to transfer system data from the legacy MMIS
to the new MEMS provides a sustainable roadmap yielding complete, accurate,
successful results.



Section 30.060.100—Activity 4 — Development

This activity addresses system development activities related to the new modular
MEMS that complies with all of the requirements of this RFP. The Vendor should ensure
that development is based on the CHFS-approved DSDs and System Architecture and
Design and complies with all current State and Federal requirements.

Section 30.060.100.010—Objectives

The major objectives for this activity are the development and testing of the new MEMS
to achieve the functional and technical requirements established during activity 2, the
Detailed Requirements Analysis and Design Activities. Development and testing work
should be completed according to the CHFS approved Implementation Plan.

It is important to point out that those areas where the system may not meet the
functional requirement in its entirety that a decision needs to be made as to which is
more efficient; to align the business process with the standard or the system. This is
part of the construction process and should also tie into Activity 6.

Section 30.060.100.020—CHFS Development Responsibilities

CHFS responsibilities for the development activity are:

1. Facilitate the testing processes by providing test data and test files to the Vendor.
2. Perform testing activities.

Section 30.060.100.030—Vendor Development Responsibilities

Vendor responsibilities for the Development activity are:

1. Provide the Development Environment that consists of the system hardware,
software, networks and workstations to develop and implement the new MEMS.

2. Execute and report on planned development activities.

3. Develop the Test Plan that consists of the plans to conduct unit, system,

integration, stress and acceptance testing.

Develop MEMS documentation including the User’'s Manual — Version 1 and

Operating Procedures — Version 1.

Complete Test Plans and conduct testing as planned.

Support the IV&V process as defined in RFP.

Document test results.

Conduct walk-through of Deliverables as needed.

Prepare and submit Deliverables for approval.

»
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Section 30.060.100.040—Milestones

The critical milestones that affect the schedule or impact progress during the
Development activity are:

1. CHFS acceptance of the development environment.
2. Completion of unit, system, integration, stress and acceptance testing.
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3. CHFS approval of test plan and Development Test Results.

4. CHFS approval of new and updated systems documentation (e.g., User Manual,
Operating Procedures, DSDs) and code library deliverables.

5. Walk-through of draft deliverables.

Section 30.060.100.050—Deliverables

This section defines the Vendor Deliverables related to the Development Activity of the
Project. The table below identifies the Deliverable number and description, and the
section where further information can be found in Attachment L — Deliverables.

Table 7- Activity 4 Deliverables

NUMBER ‘ DELIVERABLE SECTION
4.1 Development Environment* L4.1
4.2 Code Library — Version 1: Test Environment* L.4.2
4.3 Development Test Results* L.4.3
4.4 User Manual — Version 1* L.4.4
4.5 Operating Procedures — Version 1* L.4.5
4.6 Detailed System Design Version 2 L.4.6
4.7 Implementation Plan — Version 2 L.4.7

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

CHEFS review of the Services and Deliverables of this activity should ensure that:

1. A development environment is established that provides a mature process to

support the extension of the proposed Base System to meet CHFS requirements

and to support future maintenance and enhancement activities.

Planned development activities and methodologies are executed and reported.

The MEMS is developed while maintaining version control integrity.

MEMS error identification and closure is tracked and reported.

CHFS approves the MEMS for transition to the Acceptance Testing and the

Training activities based on an agreement that defines the level of open system

errors.

6. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.
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Section 30.060.110—Activity 5 — Data Conversion (60.010.010.100)

An integral part of the project should be to integrate into the new system, historical data
from the existing CHFS MMIS.

Conversion controls, especially the monitoring and proof of initial conversion results, are
very important to ensure that the transactional source data converted into the system is
accurate prior to implementation. Initial and ongoing conversion controls and balancing

procedures should be described. The Vendor should make every effort to maintain data
integrity and validity as data is converted to support the new MEMS. The Vendor should
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develop a plan that outlines the process to be used to ensure that the entire conversion
activity results in accurate migration of system data to the new MEMS and should
execute the plan upon approval from CHFS.

Section 30.060.110.010—Objectives

The conversion process, which precedes the Implementation Activity of the Project,
should be error free and completed before acceptance testing can proceed. The
planning and execution of the conversion activities should be comprehensive and well
documented. The new databases should be able to distinguish converted data from new
data and all converted data should be date sensitive. Data mapping and conversion
modules should be well documented in order to support research of conversion
problems uncovered during the implementation and operations activities.

Section 30.060.110.020—CHFS Conversion Responsibilities

CHFS responsibilities for the Data Conversion activity are:

1. Respond to Vendor inquiries related to data mapping, system conversion
requirements, and CHFS policies and procedures.

2. Assist with resolution of Data Conversion issues.

3. Respond to Vendor inquiries related to MEMS interfaces.

Section 30.060.110.030—Vendor Data Conversion Responsibilities

Vendor responsibilities for the Data Conversion activity are:

1. Develop a Data Conversion Plan that defines:

a. A complete list of data, files, and tables to be converted, including the
sources of the data.

b. A list of default data values and new data requirements as needed.

c. A data mapping between current systems and the future systems and
provide a conversion plan, including a description of how full conversion
should be completed and validated.

d. Data cleansing approach

Conduct data conversion according to the Data Conversion Plan.

Identify, track, and resolve data anomalies during data conversion.
Develop and test conversion programs.

Handle all required manual data conversion or data entry activities needed.
Prepare conversion test results document.

Conduct walk-through of Deliverables.

Obtain CHFS comments on draft Deliverables.

Support the IV&V process as defined in the RFP.

10 Prepare and submit final documents for approval.
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Section 30.060.110.040—Milestones

The critical milestones that affect the schedule or impact progress during the Data
Conversion activity are:
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1. CHFS approval of Data Conversion Plan Deliverable.
2. CHFS approval of Data Conversion Testing Results Deliverable.

Section 30.060.110.050—Deliverables

This section defines the Vendor Deliverables for the Data Conversion Activity. The table
below identifies the Deliverable number and description; and the section where further
information can be found in Attachment L — Deliverables.

Table 8 — Activity 5 Deliverables

NUMBER DELIVERABLE SECTION
5.1 Data Conversion Plan L.5.1
5.2 Conversion Test Results* L.5.2

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

CHFS review of the Services and Deliverables of this activity should ensure that:

1. The source of data is properly mapped into the new MEMS database.

2. Data anomalies are identified and closure is tracked and reported.

3. CHFS approves the System for transition to the Acceptance Testing and Training
Activity based on an agreement that defines the closure of open data anomalies.

4. The accuracy of data conversion is validated.

5. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

Section 30.060.120—Activity 6 — Organization Change Management (Section
60.010.010.080)

The purpose of the Organization Change Management activity is to successfully support
DMS in the transition from the current business processes and organizational structure,
to the future business practices and organizational structure surrounding the new
MEMS in a controlled way. The Vendor should be expected to strive to integrate these
change efforts with any ongoing CHFS-wide Organizational Change program at the time
of the development effort.

Section 30.060.120.010—Objectives

The change management activity is directed at maximizing positive response to the new
MEMS by effectively managing stakeholder expectations and helping to ensure smooth
adoption of the new system. It incorporates effective communication and highlights
impacts on affected business processes. At a minimum, the activity limits disruption of
staff and minimizes impact to the Medicaid members. CHFS is looking to move forward
along the MITA maturity continuum in its business processes. The Vendor should work
with the Commonwealth to achieve MML increases from its current MML 1.

The Organizational Change Management Plan includes business process reengineering

(BPR), which is a strategy focusing on the analysis and design of workflows and
processes within an organization. BPR aims to help the organization improve its
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business processes in order to improve customer service, become more efficient, and
potentially cut operational costs. The Vendor should accomplish the BPR goals by
completing all requirements and delivering all deliverables identified as part of the BPR
tasks:

1. Assess and reengineer the business processes of the core business areas that
make-up and drive the MEMS.

Identifying BPR objectives.

Identifying performance problems.

Demonstrate opportunities for improvements.

Reengineer, redesign, and model business processes.

Set and/or assist in setting performance improvement goals.

Implement reengineered business processes.

Train designated Medicaid staff on BPR.
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Section 30.060.120.020—CHFS Organizational Change Management
Responsibilities

1. Identify Commonwealth lead for management and execution of the
Organizational Change Management Plan.

Provide direction on the organization change management strategy.
Collaborate on the identification of leaders and power users.
Collaborate on the schedule.

Recruit and schedule leaders and power users.

Execute cultural change activities as identified and agreed upon.
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Section 30.060.120.030—Vendor Organizational Change Management
Responsibilities

1. Plan, schedule, and conduct meetings with appropriate Commonwealth staff to
collaborate on strategies for change management and communication with all
stakeholders, which includes internal project staff.

2. Develop organizational change strategy and the plan for communication based
on meetings and feedback from Commonwealth staff.

3. Set business process performance standards and capture baseline metrics.

4. Provide design templates and documentation on developing effective and
efficient business processes.

5. Define, document, and map a complete set of business processes for all MEMS
business areas to show efficiencies, logical, physical and resource transitions
from the existing business processes to new business processes.

6. Create new streamlined and efficient business processes based new features
and functions of MEMS.

7. Improve or create performance improvements that contribute to reducing
administrative cost and promote efficient use of resources.

8. Reengineer and streamline inefficient and ineffective business processes into
efficient and effective business processes, achieving dramatic improvements in
performance.
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9. Provide training and mentoring for Medicaid staff to a level of proficiency in the
development of efficient business processes, the business processes design
methodology, mapping and implementation strategies.

10.Implement reengineered business processes, monitor performance, and rework
unproductive reengineered business processes.

11.Support the IV&V process as defined in the RFP.

Section 30.060.120.040—Milestones

1. Deliverable 6.1: Comprehensive Organizational Change Management and
Communication Plan.

2. Documentation of the Comprehensive Organizational Change Management and
Communication Plan as described in this RFP.

3. Inclusion of organizational charts to integrate the Commonwealth and Vendor

team.

Completion of the Business Process Mapping.

Creation of a map of the locations for the demonstrations and training.

Inclusion of enough detail to implement the change management and

communication plan.

7. Completion of the Report of BPR Implementation — Success and/or opportunities
for improvement.
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Section 30.060.120.050—0Deliverables

This section defines the Vendor Deliverables for the Organizational Change
Management Activity. The table below identifies the Deliverable number and
description; and the section where further information can be found in Attachment L —
Deliverables.

Table 9 — Activity 6 Deliverables

NUMBER ‘ DELIVERABLE SECTION

6.1 Comprehensive Behavior Process Transition and L.6.1
Communication Plan

6.2 BPR Modeling of Future Processes L.6.2

6.3 Training of Staff on New Processes L.6.3

6.4 New Process Rollout L.6.4

6.5 BPR Results Report L.6.5

As a result of this activity, the Comprehensive Organizational Change Management and
Communication Plan describes the Vendor’s approach to integrating the
Commonwealth and Vendor Project staffing teams and a plan to manage the
expectations of varying groups of stakeholders who have different information needs. At
a minimum, the plan should include:

1. The rebranding and marketing strategies for the MEMS and how to prepare end
users for the changes to come.
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2. The objectives, goals, and activities to be completed as well as the timeframe for
completion.

3. Needs, expectations, and roles and responsibilities of stakeholders.

4. Identification and creation of leaders and power users throughout the end-user
community and the roles these leaders should have with the business transition.

5. Communication change management methods and tools.

Section 30.060.130—Activity 7 — Acceptance Testing

The Vendor is responsible for facilitating Acceptance Testing of the entire MEMS to
ensure that the new system meets the functional, technical, and operational
requirements of CHFS. CHFS is responsible for participating in Acceptance Testing and
for system sign-off and acceptance. CHFS sign-off on Acceptance Testing is a
prerequisite to Activity 9, Implementation. Acceptance testing should focus on
structured system testing, and operations readiness and load testing. Critical
deficiencies identified during Acceptance Testing may require the Vendor to conduct
rework defined in Activities 2 through 5 and modification of the associated deliverables
before CHFS sign-off of the Acceptance Testing Activity and deliverables. Based on the
Vendor’s phased implementation plan, Acceptance Testing may be conducted in
phases. Completion of this activity is the first step in CHFS’s acceptance of the System.

Section 30.060.130.010—Objectives

1. The objective of the acceptance testing is to ensure that all requirements and
related system functions are complete and accurate. Testing should assure the
operations and hardware/software/telecommunications aspects of the new
MEMS are functioning as designed. Testing should demonstrate that the new
MEMS is ready to perform all functions including but not limited to processing
inputs, paying and adjusting claims correctly, meeting reporting requirements,
utilizing the State data communication network, and having a stable back-up and
recovery capacity. Testing should include actual claims processing in a full
operational environment from receipt of claims through financial processing,
history update, and reporting.

2. The new MEMS should be tested under maximum operational load conditions
and should include production of output files and reports. Claim volume testing
and new MEMS interface transactions volume testing should also be conducted
to demonstrate the systems production capacity. Production and test data should
not be co-mingled.

3. All data interfaces to other applications and systems (incoming and outgoing) are
to be thoroughly tested in order to facilitate a successful transition to the MEMS
system.

4. Operational Readiness testing should measure the competency, skill level, and
proficiency of the FA Vendor staff and operations during workflow simulations
and testing while demonstrating Medicaid business outcomes.

5. The Vendor should deliver a testing environment that simulates the production
environment including workstations, telecommunications, a security layer,
hardware and MEMS application software, and the use of representative test
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data. The test environment should utilize separate data files from the production
system. The Vendor should schedule and provide access to the test environment
for CHFS staff and the Quality Assurance Vendor.

Section 30.060.130.020—Letter Certifying that the MEMS Is Ready for User
Acceptance Testing (UAT)

The Vendor is to issue a letter to CHFS certifying that: all data, user manuals, testing
facilities, and security accesses necessary to perform UAT have been provided and
CHFS must approve of the content of the letter. As stated in the Conversion Plan, the
data used for UAT should be based on converted data. The CHFS approved letter is the
authorization for the Vendor to proceed to the next testing phase.

Section 30.060.130.030—CHFS Acceptance Test Responsibilities

CHFS responsibilities for the Acceptance Test activity are:

1. Conduct Acceptance Testing of MEMS requirements. CHFS will designate a
sign-off authority and provide SME staff for each part of the Acceptance Test
checklist and will conduct acceptance testing activities.

2. Document and report testing abnormalities.

Section 30.060.130.040—Vendor Acceptance Test Responsibilities

Vendor responsibilities for the Acceptance Test activity are:

1. Establish the Test Environment including implementation of an automated testing

and defect/issue tracking tool. Provide an interface with sufficient capacity to

allow the State network to provide CHFS access to the Test Environment.

Execute testing according to the Test Plan.

Facilitate acceptance testing as defined in the Test Plan.

Provide training to CHFS staff on the tools and methodology to support this

activity.

Monitor and record testing results.

Document problem conditions discovered in testing requiring corrective action

and resolution.

7. Correct identified problems, document modifications, and conduct re-testing.

8. Update system, user, and operations documentation and other activity
deliverables as needed.

9. Prepare and submit draft test results and other deliverables for review.

10. Conduct walk-through of test results deliverables.

11. Submit updated Source Code (applicable only for Commonwealth hosted and as
applicable) Library.

12. Submit the Business Continuity Plan for Systems Operations and Maintenance.

13. Support the IV&V process as defined in the RFP.

14.Prepare and submit final deliverables for approval.

Ppwn

oo

72



Section 30.060.130.050—Milestones

The critical milestones that affect the schedule or impact progress during the
Acceptance Testing activity are:

1. CHFS approval of test environment.

2. CHFS approval of test results, including corrective action taken.

3. CHFS approval of updated user, system and operations documents.

4. CHFS approval of Source Code (applicable only for Commonwealth hosted and
as applicable) Library for acceptance testing.

CHFS approval of the Business Continuity Plan for Systems Operations and
Maintenance.

CHFS approval of DSD Version 2.

CHFS approval of Acceptance Test completion. Acceptance test approval should
be complete before proceeding to Activity 9 — Implementation.

Section 30.060.130.060—Deliverables

o
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This Section defines the Vendor Deliverables related to the Acceptance Testing Activity.
The table below identifies the Deliverable number and description; and the section
where further information can be found in Attachment L — Deliverables.

Table 10 — Activity 7 Deliverables

NUMBER ‘ DELIVERABLE SECTION
7.1 Test Environment* L7.1
7.2 Acceptance Test Plan* L.7.2
7.3 Acceptance Test Results* L.7.3
7.4 Operational Test Plan* L.7.4
7.5 Operational Acceptance Test Results* L.7.5
7.6 Source Code (applicable only for Commonwealth L.7.6

hosted and as applicable) Library - Version 2:
Acceptance Testing Environment*

7.7 Business Continuity Plan for Systems Operations and L.7.7
Maintenance
7.8 Detailed System Design Version 2 L.7.8

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

CHEFS review of the Services and Deliverables of this activity should ensure that:

1. The acceptance test results are sufficient verification that system capabilities
fulfill the requirements identified in Attachment F — MEMS Functional
Requirements and Attachment G — MEMS Technical Requirements.

2. Designated CHFS representatives review and accept assigned MEMS
requirements.

3. All detected critical errors are adequately addressed and testing is re-
accomplished to assure the system meets requirements.
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4. The DSD is updated to Version 2 to reflect any system changes that occurred as
result of acceptance testing.

5. CHFS approves the system for transition to the Implementation Activity based in
an agreement that defines open system errors.

6. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

Section 30.060.140—Activity 8 — Training (Section 60.010.010.070)

Training is a critical Vendor responsibility. The Vendor should provide training to all staff
using the new MEMS including the Provider community. The strategy and plans
prepared in this activity should demonstrate an understanding of CHFS training
requirements, the Vendor’s role in the training activity, and the training-related activities
that are needed to support the Data Conversion (Activity 5), Acceptance Testing
(Activity 7), and Implementation (Activity 9) activities of the Project. A discussion of the
methods proposed to develop and deliver training necessary to ensure effective use
and reliable operation of the new MEMS should be included.

The Vendor should evaluate the effectiveness of the training to support CHFS staff
capabilities and should recommend and support improvements during the first year of
FA and IT operations.

Section 30.060.140.010—Objectives

The objective of the Training activity is to ensure that both CHFS and Vendor staff and
DMS Providers have the appropriate level of knowledge and skill to effectively interface
with the MEMS and to perform and execute all operating, maintenance, and business
functions related to job responsibilities.

The Vendor should develop Training Plans and training support materials, including
handouts, instructions or training outlines, classes, presentations and initial login
administration to meet the individual knowledge and skill needs for CHFS staff
(including Vendors and community-based partners). Training and training support
materials should be based on approved user and operations manuals as well as
procedures manuals developed by the Vendor in previous activities. All documentation
should be available for use during acceptance testing to verify accuracy,
comprehensiveness, understandability, and usability.

MEMS training needs to be provided for three identified groups:

1. CHFS Trainers.
2. MEMS users across CHFS including Providers and MCOs.
3. Technical staff that support the MEMS.

CHFS should assist in the identification of specific individuals to be included in the types
of training based on the training strategy defined in the Vendor Training Strategy.
Training for each group should encompass the following:

1. CHFS Trainers Group Training — Prior to conducting User and Provider Training,
the Vendor provides training to the CHFS Training Group. This training should
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enable the CHFS Training Group to participate in Enterprise-wide training as
needed and eventually assume full responsibility for on-going training beginning
the second full year of operations.

2. MEMS User Training — The MEMS User Training includes a basic MEMS
overview that provides a system orientation and basic operation for all CHFS
MEMS users including Providers and MCQO'’s. User training should be required in
Vendor-provided locations throughout the State.

3. Technical Staff Training — Technical training emphasizes the understanding and
skills needed to perform assigned duties in support of the new MEMS. Technical
training is provided to all designated CHFS systems staff. Technical training
includes Third Party Software basic training (e.g., third party database basic
programming curriculum).

Login administration includes developing a plan for initially distributing passwords to
CHEFS users in conjunction with the training process. The Vendor should support login
administration until the end of the Implementation Activity.

The Vendor is encouraged to use a combination of classroom and distance learning
techniques (including Computer Based Training (CBT) and self-paced/self-guided Web-
Based training modules) to implement training for CHFS staff and providers. The
training requirements include access to a training room provided by the Vendor with the
necessary equipment to train State and Vendor staff on the operation of the system.
The Vendor should also address methodologies and tools for evaluation of training
effectiveness.

Section 30.060.140.020—CHFS Training Responsibilities

CHEFS responsibilities for the new MEMS training activity are:

1. Provide access to the list of participating providers for provider training activities.

2. ldentify and assign CHFS staff to training. Manage CHFS staff attendance and
participation.

3. Participate in user training sessions.

4. Participate in technical training sessions.

5. Assume responsibility for login administration after the completion of the
Implementation Activity.

Section 30.060.140.030—Vendor Training Responsibilities

The Vendor responsibilities for the new MEMS training activity are:

1. Prepare the Training Plan including training schedule (including dates, times,
locations, participants).

2. Prepare and establish training environment and facility and remote training
capabilities. Provide an interface (100 MB Ethernet interface) with the State
network to provide CHFS access to the training environment.

3. Prepare Training Materials.

4. Complete MEMS Login Administration activities.
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5. Ensure that CHFS standards for security and training (including the American
Disabilities Act) standards are adhered to.

Conduct walk-through of deliverables as needed.

Conduct training.

Assess and track learning by students.

Prepare and submit the Training Report.

10 Support the IV&V process as defined in the RFP.
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Section 30.060.140.040—Milestones

The critical milestones that affect the schedule or impact progress during the Training
activity are:

1. CHFS approval of Training Strategy Deliverable.

2. CHFS approval of Training Plan Deliverable.

3. CHFS approval of Training Materials (for each type of training).
4. CHFS approval of the Training Environment.

5. CHFS approval of completion the Training Report.

Section 30.060.140.050—Deliverables

This section defines the Vendor deliverables related to the training activity. The table
below identifies the Deliverable number and description, and the section where further
information can be found in Attachment L — Deliverables.

Table 11 — Activity 8 Deliverables

NUMBER ‘ DELIVERABLE SECTION
8.1 Training Strategy* L.8.1
8.2 Training Plan* L.8.2
8.3 Training Environment* L.8.3
8.4 Training Materials* L.8.4
8.5 Training Report* L.8.5

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

CHEFS review of the services and deliverables of this activity should ensure that:

1. Training facilities and remote training capabilities are established well in advance
of training events and provide a production like environment.

2. Training and user login administration is accomplished as planned and that

training attendee feedback on the quality of the training is rated as level 4 or

greater on a five-level rating system.

Training includes coverage of MEMS interfaces and reports.

4. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

w
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Section 30.060.150—Activity 9 — Implementation

The Vendor should plan and prepare for all aspects of the MEMS to be at full
functionality on the go-live date. Before the start of the Implementation activity, all
requirements should have been met through successful testing and should satisfy the
functional and technological requirements and conversion tasks specified in the RFP
and as documented during the requirements analysis and systems design activities.

The Vendor should describe its overall approach to implementation, ensuring that the
MEMS is ready to be implemented and that CHFS approvals have been obtained to
begin operations, system, user, and security documentation should be complete.
System response time and user and automated interfaces should be clearly assessed
and operational.

The Implementation Phase should end upon successful implementation of the MEMS
and resolution of start-up issues. CHFS acceptance of this activity should complete the
acceptance of the system.

Section 30.060.150.010—Objectives

The objectives of the Implementation Activity are to install the new MEMS and to
conduct operational tests of the system in production. The Vendor completes
implementation activities in such a way that there is limited disruption to client and
provider services. All functions should work efficiently, in a timely manner, and as
designed.

Section 30.060.150.020—CHFS Implementation Responsibilities

CHFS responsibilities for the Implementation Activity are:

1. Provide approval to implement the new MEMS.
2. Implement and support the updated business processes that support the new
MEMS.

Section 30.060.150.030—Vendor Implementation Responsibilities

Vendor responsibilities for the Implementation Activity are:

1. Establish the production environment as defined in the Implementation Plan,
including software installation, site preparation, and installation schedule.

2. Conduct final data and file conversion activities.

3. Conduct final system interface tests.

4. Update and produce final system documentation including Source Code
(applicable only for Commonwealth hosted and as applicable) Library — Version
3, User Manual — Version 2, Operating Procedures Version 2, Implementation
Plan — Version 3 and other documentation as needed.

5. Conduct walk-through of deliverables. Obtain CHFS comments on draft
deliverables.

6. Coordinate implementation efforts with the MCO’s.
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7.

8.
9.

Implement and support the operation of the new MEMS, including providing Help
Desk support (Level 1, 2, and 3) and connectivity issues.

Support the IV&V process as defined in the RFP.

Prepare and submit final deliverables for approval.

10.Obtain approval from CHFS to implement the system.
11.Implement the MEMS.
12.Ensure the optimal processing of the new MEMS, including production

monitoring, emergency maintenance, and assistance in computer resource
management and data resource management activities during the first 90
calendar days of operation.

13. Monitor system processing and performance to ensure that all functions and

features are operating correctly, and correct any errors identified during the initial
operations period.

Section 30.060.150.040—Milestones

The critical milestones that affect the schedule or impact progress during the
Implementation activity are:

1.
2.

Documentation demonstrating that the production environment is established.
Documentation demonstrating that the final data and file conversion activities
have been completed and tested.

Documentation demonstrating that the final system interface testing has been
completed and documented.

Walk-through of final system, user, and operations documentation with CHFS
staff.

Approval of final documents by CHFS staff.

CHFS approval of Final Implementation Plan deliverable.

CHFS approval of Source Code (applicable only for Commonwealth hosted and
as applicable) Library for Production Environment deliverable.

Delivery of the Implementation Certification Letter.

CHFS approval to proceed with Implementation.

Section 30.060.150.050—Deliverables

This Section defines the Vendor deliverables related to the new MEMS Implementation.
The table below identifies the Deliverable number and description, and the section
where further information can be found in Attachment L — Deliverables.
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Table 12 — Activity 9 Deliverables

9.1 Implementation Plan — Version 3* L.9.1
9.2 Production Environment* L.9.2
9.3 Source Code (applicable only for Commonwealth hosted | L.9.3
and as applicable) Library — Version 3: Production
Environment*
9.4 User Manual — Version 2 L9.4
9.5 Operating Procedures — Version 2* L.9.5
9.6 Final System Documentation DSD Version 3 (Sysdoc) L.9.6
9.7 Implementation Certification Letter L.9.7

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

CHFS review of the services and deliverables of this activity should ensure that:

1. For the implementation period, the Vendor demonstrates that the MEMS meets
the performance standards identified in section 40.075.

2. All functions and features are operating to meet requirements and are available
to all MEMS users.

3. The DSD Version 2 is updated to reflect any resolution of non critical defects and

transition to Final System Documentation (DSD Version 3).

Based on proven operations, the system is accepted by CHFS.

Deliverables meet the minimum requirements defined in Attachment L —

Deliverables.
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Section 30.060.160—Activity 10 — Operations — Fiscal Agent Services

This section describes the Vendor’s FA responsibilities and performance expectations
for business and program functions related to the core MEMS, its modules, and system
components. The Vendor should provide on-going FA services for up to 5 base years
and three, 1-year option periods to be exercised by DMS.

The Vendor should perform all business functions described in Attachment F — MEMS
Functional Requirements and Attachment Q — MEMS FA Responsibilities from the date
of implementation of each component until each business function is turned over to a
successor FA at the end of the Contract, including any optional additional periods or
extensions. CHFS will monitor and review FA operations activities for enforcement of
Contract provisions, accurate timely processing of fee for service claims, quality of call
customer service, and other activities as described in the master SLA (Section 40. —
Contract Terms and Conditions). The Vendor is responsible for executing the FA
operations of the MEMS on behalf of the State and has the authority to pay claims and
execute other financial management functions of the Kentucky Medicaid Program.
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Section 30.060.160.010—Objectives

The objective of this activity is to ensure that the Vendor provides the proper level of
operational support for all critical business areas to meet or exceed the
Commonwealth’s performance expectations and performance standards identified in the
SOW. In conjunction with ensuring the proper level of support, the Vendor should show
its commitment by providing staff resources that are skilled, experienced, competent
and capable of delivering: Client Management Services, Provider Management
Services, and Financial Management Services.

In addition, the Vendor should maintain consistent quality standards. The Vendor should
deliver a Quality Management Plan to CHFS 90 days before the scheduled start of
operations. The plan should address the Vendors commitment to retaining the
personnel skills, and competency levels originally proposed for project operation as well
as explain the philosophy and approach to the organizational operating quality culture
that together should drive the efficient delivery of all MEMS services and meet
performance expectations.

Section 30.060.160.020—CHFS Responsibilities

CHFS responsibilities for the Operations Activity are:

1. Provide contract and administrative oversight.

2. Negotiate all contract amendments and changes to the Contract.

3. Make policies, rules, and establish procedures for all DMS programs and
communicate changes to the Vendor.

4. Oversee the correction of errors and discrepancies resulting in file update
processes.

5. Define benefit packages for all State health care programs within the MEMS and
provide support to assist the Vendor enroll/disenroll clients into a managed care
program; and any other health management programs.

6. Determine which individuals are eligible to receive benefits in accordance with
assigned eligibility coverage groups, eligibility spans, and special program codes.

7. Approve rules and schedule for automated processes to identify Medicaid clients
eligible for Medicare and buy-in, and to properly enroll and pay premiums:

8. Provide monitoring and oversight to provider and recipient call centers operated
by the Vendor.

9. Monitor the quality of all key performance metrics and SLAs Performance
through the use of reporting systems, audits, reports, sampling, and onsite
inspection at any time

10. Approve all provider issuances, billing instructions, handbooks, bulletins, and/or
notices developed by the Vendor.

11.Define the content, distribution and schedule for all communications to providers
and clients.

12.Define content, format, frequency, and media for all reports.

13.Provide to the Vendor the drug codes, procedure codes, diagnosis codes, and
categories of services requiring service authorization.
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14. Authorize the collection of third party resource information from outside sources
and prepare and initiate agreements with insurance companies, governmental
agencies, and other entities for performing data matches between their files and
the MEMS client file.

15. Establish all policy regarding claims administration.

16. Establish and provide rules governing the adjudication of all claims and
encounters.

17.Provide additional Medicaid Quality Control (MQC) and review procedures.

18.Release funds for deposits made to the Kentucky Medicaid Disbursement
account for funding provider payments.

19.Use reports to account for payments and payment recoveries and to monitor
banking activities.

20. Approve design, development, work plans, policies, and procedures for all data
administration activities.

Section 30.060.160.030—Vendor Responsibilities

FA operations responsibilities can be found in Attachment Q — MEMS Fiscal Agent
Responsibilities. The support activities for the Vendor include, but are not limited to:

1. Contract Management and administration.

2. Coordinate and lead the implementation of a Quality Assurance Program to
measure the overall quality of operations and delivery of services.

3. Process and adjudicate all claims in the HIPAA-compliant electronic transaction
formats.

4. Support other HIPAA-compliant transactions such as the 834 Benefit Enrollment
and 820 Payment Order/Remittance Advice files necessary for managed care
operations.

5. Provide remittance advices.

6. Provide Help Desk (utilizing HBE Contact Center infrastructure) support services

(Level 1, 2, and 3) for all modules and system components, and perform provider

relations functions including provider enroliment.

Provide TPL verification and lead processing.

Provide Health Care Program Premium processing.

Provide banking services.

0 Provide Project Facilities (includes facilities which may or may not include
representatives of all business partners, subcontractors and Commonwealth staff
assigned to monitor the new MEMS replacement system.

11.Management and reporting of all SLAs.

12.Coordinate and perform training for State and Vendor staff as well as Medicaid
Providers.

The Systems Operations and Maintenance (O&M) support activities for the Core
Medicaid Enterprise System and Systems Integrator are discussed in Activity 12.
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Section 30.060.160.040—Milestones

The critical milestones that affect the schedule or impact progress during the System
Support activity are:

1. CHFS approval of the Quality Management Plan (annually, including prior to the
start of this phase).

2. CHFS approval of the Staffing Requirements Capability Report (annually,
including prior to the start of this phase).

3. CHFS approval of Annual Status Report for Operations.
4. Vendor submission of bi-weekly Project Status Reports for Operations.

Section 30.060.160.050—Deliverables

This section defines the Vendor deliverables related to Operations of the new MEMS
Implementation. The table below identifies the Deliverable number and description, and
the section where further information can be found in Attachment L — Deliverables.

Table 13 — Activity 10 Deliverables

NUMBER DELIVERABLE SECTION
L.10.1
10.2 FA Staffing Requirements Capability Report* L.10.2
10.3 Bi-Weekly Project Status Report for Operations L.10.3
104 Annual Status Reports for Operations L.10.4

Deliverables noted with an asterisk (*) should be approved prior to commencement of the
Acceptance Testing Activity.

Section 30.060.170—Activity 11 — Certification

The system certification planning process typically starts during the final stages of
development. As the effort transitions to the testing phase there is an aggressive effort
to gather documents, evidence and artifacts that validate and verify the MEMS is
operating as designed.

In order to obtain maximum FFP, the new MEMS must meet CMS requirements from
the first day of operations. Throughout the planned and organized progression of the
project, deliverable activities and review criteria have served as the building blocks for
successful system certification. This activity completes all activities and assembles
documentation necessary to substantiate compliance with CMS requirements and
obtain CMS certification.

The awarded Vendor must warrant that the system is operating as designed and all
defects as evidenced during implementation have been addressed and are fully
remediated to the State’s satisfaction before final payment is awarded.
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Section 30.060.170.010—Objectives

The objective of this phase is to obtain Federal certification for the MEMS. CHFS must
apply for and receive system certification from CMS, by demonstrating that the system
meets all requirements and performance standards before receiving full Federal
matching funds. The Vendor should be responsible for ensuring that the new MEMS
meets the standards for MMIS certification, as specified by CMS, for the DDI of the
system by the completion of Activity 9, Implementation + 6 months. It is expected that
Certification should be completed in stages throughout the DDI and Implementation
phases with final certification completed based on CMS availability.

Section 30.060.170.020—CHFS Certification Responsibilities

CHFS responsibilities for the Certification activity are:

1. Notify CMS that the new MEMS is ready for certification.

2. Approve the composition of the certification team.

3. Prepare and submit the Certification Readiness Statement to CMS and
coordinate the CMS Certification Review.

Section 30.060.170.030—Vendor Certification Responsibilities

Vendor responsibilities for the Certification Activity are:

1. Ensure that the MEMS meets Federal certification requirements defined in the
most current version of Part 11 of the State Medicaid Manual (SMM). The
systems documentation finalized by the Vendor should be used to support the
certification process.

2. Participate in certification planning and prepare review materials to demonstrate
system compliance with certification criteria.

3. Prepare a CMS readiness checklist to assist DMS in the “go-live” decision, prior

to “go live.”

Capture all appropriate artifacts to support the certification process.

Prepare presentation materials for DMS to review.

Provide copies of all system outputs needed to demonstrate full functionality

back to the start of operations.

7. Participate, as necessary, during the Federal onsite certification review.

8. Assist CHFS in locating material needed to answer review team questions.

9. Provide any additional materials needed to resolve any post-review corrective
actions.

10.Retain operations staff to provide post-implementation support during the initial
months of operations through certification.

11. Support the IV&V process as defined in RFP.

12.Resolve any and all corrective actions needed to finalize Federal certification,
with DMS approval.
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Section 30.060.170.040—Milestones

The critical milestones that affect the schedule or impact progress during the
Certification activity are:
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Walk-through of draft deliverables.

CHFS approval of Certification Checklist deliverable.

CHFS approval of Certification Review Package deliverable.

CHFS notification to CMS that the system is ready for certification review and
scheduling of certification review.

5. Successful certification.
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Section 30.060.170.050—Deliverables

This section defines the Vendor Deliverables related to Certification. The table below
identifies the Deliverable number and description, and the section where further
information can be found in Attachment L — Deliverables.

Table 14 — Activity 11 Deliverables

NUMBER ‘ DELIVERABLE SECTION
111 Certification Checklist* L.11.1
11.2 Certification Review Package* L.11.2

Deliverables noted with an asterisk (*) should be approved prior to commencement of other
systems development activities.

CHFS review of the services and deliverables of this activity should ensure that:
1. The MEMS becomes certified by CMS.

2. Deliverables meet the minimum requirements defined in Attachment L —
Deliverables.

Section 30.060.180—Activity 12 — Software Maintenance and Modifications
(Section 60.010.010.120)

This section describes the Vendor’s software support responsibilities and performance
expectations for the new MEMS.

The Vendor provides ongoing maintenance and modification support for the new MEMS
for the same contract period, up to 5 base years and three, 1-year option periods.
Ongoing changes, corrections, or enhancements to the system should be characterized
as either maintenance-related or as a modification effort. The Commonwealth or the
Vendor determines that a deficiency exists within the operational MEMS, including
deficiencies (defects) found after implementation of modifications incorporated into the
operational MEMS, which needs corrective maintenance.

Corrections (including development, testing, training and implementation) should be
made for any of the following:

a. Deficiency or problem with the application functionality of the transfer system.

b. Deficiency or problem with the functionality developed or implemented.

c. Deficiency or problem with the functionality of subsequent system
enhancements.
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Modifications to the software should go through the formal change control process.
CHFS is requiring 25,000 hours of Vendor-categorized staff time per contract year to
apply towards system modification, changes, and enhancements to the MEMS once the
system has been fully implemented for the life of the contract. The Vendor should
analyze the change request, provide an estimate to CHFS, and receive approval prior to
expending any of these hours. Defects cannot be corrected utilizing any of these 25,000
hours. Any hours remaining at the end of a contract year are to be rolled over to the
next year.

System hosting, operations, and disaster recovery services are an “Option to Buy”
which may or may not be exercised by the Commonwealth (See Section
30.060.260.010).

Section 30.060.180.010—Objectives

The objective of this activity is to ensure that the Vendor provides the proper level of
software maintenance and modification support service, including meeting the
performance standards identified in Section 40.075. This includes ensuring that an
appropriate level of Vendor staff resources is identified to reliably operate, maintain and
enhance the new MEMS modules and system components.

Section 30.060.180.020—CHFS Responsibilities

CHFS Responsibilities for this activity include:

1. Execute upgrades to CHFS network and desktops.

2. Provide information on changes in State policy and system requirements.

3. Approve the priority and order of changes related to business requirements or
other changes to CHFS business processes identified by the Vendor or CHFS.
Evaluate and approve technical and design specifications for modifications.
Approve changes to technical and functional documentation.

Participate in testing process, including user acceptance testing of modifications.
Maintain administration of user access to applications.

Participate in the SOA Governance Committee meetings.
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Section 30.060.180.030—Vendor Responsibilities
Vendor Responsibilities for this activity include the following services:

1. Preparation and submission of the Systems Support Plan (Deliverable 12.1), the
Staffing Requirements Capability Report (Deliverable 12.2), and the Operations
and Maintenance Procedure Manual (Deliverable 12.6).

2. Account/Project Management Services, including regular bi-weekly and annual
status reports (Deliverables 12.2 and 12.3), and presentation of system status as
requested by the MEMS Contracts Manager.

3. Software modifications, updates, changes, and enhancements to MEMS
modules and system components for new an